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This document, entitled "Survey Results – Open Research Data in Research Collaborations between 

Higher Education Institutions and the Private Sector," supplements the meta-study submitted in July 

2025 as part of Action Line D2.5 of the national ORD Action Plan with a practice-oriented perspective. 

The evaluation is based on feedback from higher education institutions and the private sector. The doc-

ument highlights practical implementation conditions for open research data, identifies challenges and 

outlines possible solutions. It expands and deepens the findings of the meta-study with empirically sup-

ported observations from practice. 
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Executive summary 
 

This document supplements the July 2025 meta-study on the secure use of open research 

data (ORD) in public-private partnerships by providing an empirically based perspective. It is 

based on a survey of over 300 representatives from higher education institutions (HEIs) and 

companies in Switzerland. 

 

What was done: A standardised online survey was conducted between April and June 2025. 

It combined quantitative feedback (e.g. on incentives, obstacles, expectations) with qualitative 

free-text contributions. The evaluation was performed using structured content analysis and 

statistical clustering. 

 

What was found: The results show that the implementation of ORD depends heavily on the 

institutional context. HEIs need clear responsibilities, legal certainty and technical support. 

Companies, in turn, demand flexible models that combine openness with protection. Both 

groups want practical, compatible guidelines. Key areas of tension include data ownership, 

governance, contract design and protection requirements. 

 

What follows from this: The document "Survey Results" provides concrete recommendations 

for the development of usage-oriented guidelines. It proposes hybrid data models, contract 

templates and graduated governance approaches. Implementation will require coordinated fol-

low-up projects, such as piloting at universities of applied sciences and arts or developing 

modular tools. The results serve as a sound basis for funding decisions and policy develop-

ment in the field of ORD. 
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1 Introduction and Methodology 
 

1.1 Objective and purpose of the document "Survey results" 

 

This document supplements the meta-study from July 2025 within the framework of Action 

Line D2.5 with a practical, empirically based evaluation. While the meta-study analyses the 

legal and strategic framework conditions for dealing with ORD, the present "Survey Results" 

highlights how ORD is implemented in Swiss higher education institutions (HEIs) and in public-

private research collaborations – and identifies possible challenges, areas of tension and good 

practices. 

The evaluation is based on a standardised online survey conducted among HEIs and company 

representatives, resulting in over 300 questionnaires sent in return. Both quantitative response 

patterns and qualitative free-text contributions were analysed as part of a structured content 

analysis. The results provide a systematic insight into incentives, obstacles, institutional differ-

ences, and governance expectations. 

 

The focus lies on the question: What works in practice, where are the implementation ob-
stacles, and what framework conditions are needed for the cooperative use of ORD? 

 

The document "Survey Results" thus provides an empirical basis for the development of con-

crete, application-oriented guidelines. It delves deeper into key topics from the meta-study – 

particularly with regard to hybrid models, protection needs, role distribution, and incentive logic 

– and connects theoretical analysis with operational implementation. 

 

1.2 Integration into swissuniversities' ORD strategy 

 

The document "Survey Results" is based on the national strategy for ORD as jointly supported 

by swissuniversities, the Swiss National Science Foundation (SNSF) and the State Secretariat 

for Education, Research and Innovation (SERI). The guideline formulated therein, "as open as 

possible, as protected as necessary," forms the strategic framework for this ORD project in-

scribed within Action Line D2.5 of the national ORD Action Plan. 

 

The core objective of the action line is to develop practical guidelines for data use in public-

private research collaborations. The present document contributes to this goal by bringing to-

gether empirically based findings from HEIs and companies, with a particular focus on chal-

lenges, incentive structures, and cooperation models. 
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This "Survey Results" asks how the strategic guidelines of national ORD policy are imple-

mented in cooperative research practice – especially in situations where research data is also 

economically relevant. It becomes clear that the term "shared data" – i.e. research data that is 

jointly generated or used by HEIs and companies – has not yet been systematically taken into 

account in the existing ORD strategy to date. This document addresses precisely this interface. 

 

A central area of tension arises between the normative objectives of the strategy and the prac-

tical requirements of its implementation: while HEIs have so far mostly focused their ORD 

strategies on data publication, data from cooperations are often not taken into account. Exist-

ing policies are often non-binding or limited to specific disciplines. On the side of companies, 

it is apparent that the swissuniversities strategy is hardly known; the term "ORD" is often as-

sociated with uncertainty or risk rather than innovation potential. 

 

When designing the survey, care was taken to ensure that feedback from all types of HEIs 

(universities, universities of applied sciences and arts, and universities of teacher education) 

and from all parts of Switzerland was taken into account. This diversity is central to the study's 

objectives, as the use and implementation of ORD can vary greatly depending on the type of 

HEI and regional context. The selection of target groups and institutions was therefore delib-

erately based on the geographical and institutional structure of the Swiss higher education 

landscape. 

 

1.3 Survey methodology 

 

The "Survey Results" is based on a mixed-methods approach that systematically combines 

quantitative response patterns and qualitative assessments. The aim was to capture the prac-

tical use of ORD in Swiss HEIs and companies in a differentiated manner. 

 

The online survey was conducted from April to June 2025 using LimeSurvey. A total of 312 

questionnaires (complete and incomplete) were evaluated. The questionnaires contained both 

scaled response formats (e.g., Likert, multiple choice) and free text fields. 

 

The evaluation followed a two-stage process: 

 

1. Quantitative: Descriptive statistics (frequencies, means, cross tables by institution type) 

were performed using SPSS and Excel. 

2. Qualitative: Free text responses were coded according to a structured content analysis 

(according to Kuckartz). An inductively developed category system was used for 



July 2025 "Survey results"  ETH Zurich and FehrAdvice and Partners AG 

4 
 

thematic consolidation along aspects such as incentives, obstacles and governance 

expectations. MAXQDA was used for coding and cross-sectional evaluation. 

 

The survey targeted two main groups: 

 

• HEIs representatives (rectorates, research services, data stewards, technology trans-

fer);  

• Representatives of the private sector (research and development, legal, 

data/knowledge management).  

 

Care was taken to include in the survey all types of HEIs (universities, universities of applied 

sciences and arts, and universities of teacher education) and all language regions of Switzer-

land. This ensured that the core requirement of swissuniversities regarding representativeness 

was met. 

 

The aim was to present a comparative overview of institutional frameworks and individual per-

spectives in order to highlight both differences and overlaps in the handling of ORD. The results 

form a reliable basis for the development of practical, cross-sector guidelines. 

 

Attention was paid to hybrid data models, i.e. combinations of controlled and open data use, 

as public-private collaborations have shown that completely open ORD models are neither 

practicable nor accepted.  

 

When designing the survey, care was taken to ensure that feedback from all types of HEIs 

(universities, universities of applied sciences and arts, and universities of teacher education) 

and from all parts of Switzerland was taken into account. The target groups and institutions 

were selected closely, in line with the geographical and institutional distribution within the Swiss 

higher education landscape in order to ensure a perspective as differentiated and balanced as 

possible on ORD practices and challenges. This diversity is central to the objective of the study, 

as the use and implementation of ORD can vary greatly depending on the type of HEI and 

regional circumstances. 

 

1.3.1 Online survey of higher education institutions 

 
In order to collect institutional perspectives on ORD in public-private collaborations, a struc-

tured online survey was conducted among representatives of Swiss HEIs between April and 

June 2025. The aim was to gain insights into the implementation status of ORD, existing 
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governance structures, and perceived barriers and success factors from the perspective of 

HEIs’ practices. 

 

The survey was designed and implemented as part of Action Line D2.5 of the national ORD 

Action Plan jointly by FehrAdvice and Partners AG and ETH Zurich. Among others, research 

coordinators, employees, members of rectorates and other persons from data-related support 

units were addressed. 

 

The survey was conducted using the LimeSurvey tool and included standardised selection 

questions and open-ended response formats. A total of 193 questionnaires were started, of 

which 23 were fully completed (completion rate: approx. 12%). In addition, around 170 partially 

completed responses were received, which were also included in the analysis if they contained 

substantial content. This response rate is in line with comparable empirical studies in the field 

of research data management and reflects both the complexity of the topic and the heteroge-

neity of institutional ORD structures. 

 

In terms of content, the questionnaire was divided into six thematic modules: 

 

• Strategies and policies for promoting ORD at the institutional level 

• Roles and responsibilities (e.g. technological transfer offices TTOs, data stewards, rec-

torates) 

• Use of technical infrastructures (repositories, classification tools, licensing, anonymisa-

tion) 

• Cooperation experiences with the private sector 

• Incentive and support mechanisms at HEI and funding level 

• Free text examples of specific ORD practices – both in terms of good practice and 

conscious restrictions 

 

The feedback comes from all types of HEIs (universities, universities of applied sciences and 

arts, and universities of teacher education) and covers a broad regional spectrum. The re-

sponse rate shows good overall participation, but is often incomplete, which can be attributed 

to the complexity of the topic and the lack of institutional anchoring in some cases. 

 

The great heterogeneity of governance models mentioned is striking. While some HEIs have 

established policies, central data controllers, and coordinated support services, other re-

sponses show clear indications of resource deficits, a lack of incentives, or uncertainty regard-

ing responsibilities. 
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The survey results are systematically evaluated in chapters 2 (ORD Practice in Swiss Higher 

Education Institutions), 4 (Analysis of the Feedback) and 5 (Strategic Incentive Systems) and 

are directly incorporated into the development of guideline recommendations. 

 

1.3.2 Online survey of the private sector 

 

In order to capture the views of companies on ORD in the context of public-private research 

collaborations, a structured online survey was conducted among representatives of the Swiss 

private sector between April and June 2025. The aim was to identify expectations, obstacles 

and framework conditions under which ORD appears acceptable and appropriate from a busi-

ness perspective. 

 

The survey was conducted as part of Action Line D2.5 of the National ORD Action Plan and 

its content was adapted to the language and information situation of the private sector. The 

questionnaire was written in concise, clearly understandable terms and focused on key deci-

sion-making factors such as the opportunities and risks of openness, specific governance ex-

pectations, experiences with HEIs collaborations and conceivable incentive models. 

 

The survey was addressed in particular to employees in the fields of research and develop-

ment, law, data management and strategic project managers in companies with existing or 

potential links with research collaborations. 

 

According to the survey tool, a total of 106 questionnaires were launched. Of these, 12 were 

fully completed and 45 contained usable information, which were thus included in the evalua-

tion. The response rate of companies was lower than the one of HEIs – this finding is also 

observed in other studies and can be attributed to the attitude of many companies towards 

data sharing. 

 

In terms of content, the evaluation highlights several key patterns: Companies frequently ex-

pressed concerns about protection, for example with regard to the loss of trade secrets or a 

lack of control over the reuse of data. There was a clear desire for access restrictions, embargo 

periods, legally secure licensing models and clear contextual information. At the same time, 

selective openness – such as actions to increase visibility, reputation or eligibility for funding – 

was considered strategically feasible under certain conditions. 
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Some responses were coordinated by the legal or research departments of the respective 

companies, which underlines the relevance of the topic in institutional decision-making struc-

tures. Shared data – i.e. shared but not freely accessible research data – was described as a 

potentially acceptable model in many responses. 

 

The results of the private sector survey are evaluated in depth, particularly in chapters 3 (ORD 

in Private-Public Collaborations), 4 (Analysis of the Feedback) and 5 (Strategic Incentive Sys-

tems), and represent an important basis for the development of differentiated guideline pro-

posals. 

 

1.3.3 Response statistics and evaluation 

 

The online surveys of HEIs and companies resulted in a high overall number of responses – 

albeit with a considerable proportion of incomplete questionnaires. Responses from incom-

plete questionnaires were not excluded, but systematically integrated into the evaluation, pro-

vided they contained usable information. The analysis thus follows the principle that even in-

complete questionnaires can provide relevant information about barriers, ambiguities or struc-

tural problems. 

 

A total of 193 questionnaires were started for the higher education sector. The final Excel 

export contained 55 usable responses, 23 of which were fully completed. Research-intensive 

universities and universities of applied sciences and arts with a high level of third-party funding 

were particularly active. The institutional breadth covers all types of HEIs and shows a good 

geographical distribution. 

 

For the private sector, 106 questionnaires were started. In the final Excel export, 45 responses 

were assessable in terms of content, 12 of which were complete. The majority of responses 

came from small and medium-sized enterprises (SMEs) that are already involved in coopera-

tion relationships with HEIs or active in funding programmes such as Innosuisse. 

 

The comparatively low rate of fully completed questionnaires – in both target groups – is not 

unusual for surveys on highly complex content and strategic topics. At the same time, the large 

number of partially completed responses allows for a differentiated content analysis. Feedback 

that only addresses certain topic areas often reflects precisely areas where uncertainties, gaps 

in responsibility or institutional tensions arise. 
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Evaluations of response lengths, processing time and dropout behaviour were also collected 

and are presented in detail in Chapter 4. They provide indications of typical frictions in com-

munication about ORD – for example, in the clarification of terms, questions about confidenti-

ality or governance anchoring.  

 

Overall, although the representativeness of the sample is somewhat limited, it provides a highly 

informative picture of the issues at stake. The survey covers a broad institutional spectrum and 

enables well-founded conclusions to be drawn about existing implementation practices, obsta-

cles and development potential in the field of ORD in collaboration contexts. 

 

1.3.4 Limitations of the empirical survey 

 

The online survey presented here is not designed as a statistically representative study, but 

rather as a structured exploration of institutional and individual perspectives on ORD in collab-

oration research contexts. The aim was to capture key experiences, challenges and perspec-

tives in depth – not to make sweeping generalisations about the entire higher education or 

private sector. 

 

A methodological limitation arises from the proportion of incompletely filled-out questionnaires. 

While many of these responses contain usable statements and were therefore included in the 

evaluation, they also reveal the limitations of the survey – for example, in the form of interrupted 

responses, uncertainties regarding terminology, or selective participation in certain topic mod-

ules. 

 

Furthermore, a self-selection bias cannot be ruled out, especially on the part of HEIs: it can be 

assumed that institutions that already have experience with ORD or existing cooperation prac-

tices were particularly likely to participate. Some responses explicitly reflect individual, per-

sonal or functional perspectives and should not necessarily be interpreted as official HEIs po-

sitions. This also applies to many responses from the private sector, some of which are strongly 

influenced by the personal assessments of individual managers. 

 

In addition, the term "ORD" was often not clearly understood in the private sector context. This 

semantic misunderstanding had an impact on the quality and specificity of some responses 

and underscores the need for clear definitions in future dialogue formats and guidelines. 

 

Despite these limitations, the survey provides valuable qualitative insights. The large number 

of specific individual experiences, concrete queries and identified obstacles provides a solid 
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basis for developing guidelines. The validity of the results is not based on statistical represent-

ativeness, but on the depth and complexity of the feedback provided. 

 

The results of this survey therefore do not serve as a basis for normative decisions in the 

narrower sense, but as a starting point for the differentiated, evidence-based further develop-

ment of collaboration ORD framework conditions. 

 

1.4 Structure of the document "Survey Results" 

 

The document is divided into eight chapters and follows a logical structure: 

 

Chapter 1 describes the objectives, strategic embedding and methodology of the online sur-

veys conducted at HEIs and companies.  

 

Chapter 2 analyses the current status of ORD at Swiss HEIs, including strategies, responsibil-

ities, funding logic and technical infrastructures.  

 

Chapter 3 highlights companies’ perspectives on ORD in collaboration projects, including chal-

lenges, benefits and model solutions.  

 

Chapter 4 systematically evaluates the survey results and interprets them in terms of their 

relevance for the development of guidelines.  

 

Chapter 5 discusses possible incentive systems for promoting ORD in public-private collabo-

rations.  

 

Chapter 6 contains specific governance recommendations, for example on role models, con-

tract modules and institutional synergies.  

 

Chapter 7 summarises key findings, identifies existing gaps and outlines perspectives for pos-

sible follow-up projects.  

 

Chapter 8 contains the appendix with a glossary, the complete questionnaires and a bibliog-

raphy. 
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2 ORD Practice in Swiss Higher Education Institutions (HEIs) 

 
2.1 Status quo: Prevalence of ORD strategies and policies 

 

The results of the HEIs survey show that the institutional anchoring of ORD in Switzerland is 

still in a fragmented and largely exploratory stage of development. While some HEIs already 

have formally adopted strategies and internal policies to promote ORD, comparable structures 

are lacking at some universities of applied sciences and arts and universities of teacher edu-

cation or are only in the planning phase (cf. swissuniversities, 2021; ETH Zurich, 2022).  

 

Of the fully completed questionnaires, around one third of HEIs stated that they had concrete, 

institutionally coordinated ORD strategies in place. Other institutions are in the early stages of 

development or piloting, often triggered by external requirements such as the data manage-

ment plan specifications of the SNSF or of European funding programmes (cf. SNSF, n.d.; 

EOSC SRIA, 2021).   

 

The following patterns emerge from the feedback: 

 

• Universities comparatively often have overarching strategic frameworks or structured 

data governance initiatives. 

• Universities of applied sciences and arts are showing growing interest in ORD, but 

often rely on individual initiatives – for example, from committed researchers or coordi-

nation offices. 

• Universities of teacher education have so far remained largely not visible in the field of 

ORD, both in terms of strategic documents and practical implementation approaches. 

 

A key differentiating factor is the existence of clearly assigned roles (e.g. data stewards, TTOs, 

research coordination) that are supported by human resources and institutional backing (cf. 

Fecher et al., 2015; Future of Privacy Forum, 2023). In these cases, it is evident that ORD is 

being systematically developed and proactively integrated into internal processes. In other 

cases, policy development remains sporadic and reactive – usually triggered by external re-

quirements or individual case decisions.   
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These institutional differences can be described as a three-stage model: 

 

Development stage Characteristics Typical sponsors 

1. Exploratory No formal strategy docu-

ment, selective engagement 

with ORD 

Majority of universities of teacher edu-

cation, some universities of applied 

sciences and arts 

2. Strategic in progress Policy draft available, initial 

implementation measures 

Some universities of applied sciences 

and arts, some universities 

3. Implemented Adopted strategy, clearly de-

fined responsibilities 

Universities with an active ORD focus 

in particular 

 

A common misunderstanding is the equation of ORD with open access: Several responses 

made it clear that the term "ORD" is mistakenly used to refer to the publication of scientific 

articles. There is a clear need for clarification of terminology here – for example, through man-

datory definitions in training formats, templates or data management plan specifications (cf. 

Wilkinson et al., 2016).  

 

Furthermore, it has been shown that corporate data and data release issues in the context of 

collaborations have rarely been considered in strategic frameworks to date (cf. Thouvenin and 

Volz, 2024). Shared data as a separate category is missing from many HEIs strategies, as are 

clear guidelines for handling sensitive data in public-private research projects. 

 

In terms of content, existing ORD strategies often focus on aspects of technical infrastructures 

(e.g. repositories, long-term archiving), but not on governance issues such as licensing, confi-

dentiality, access models or data classification. It is particularly striking that hardly any HEIs 

have internal guidelines or templates for ORD design in collaborations with the private sector. 

 

The results underscore the need for differentiated, context-specific guidelines: 

• Universities need detailed governance and role models. 

• Universities of applied sciences and arts benefit from practical templates, training op-

portunities and resource models. 

• Funding institutions can effectively address strategic gaps through targeted support, 

for example in the creation of data management plans, legal templates or platform ac-

cess. 

 



July 2025 "Survey results"  ETH Zurich and FehrAdvice and Partners AG 

12 
 

The feedback also shows that active implementation of the National ORD Strategy is only 

successful where institutional competencies, human resources and strategic responsibility are 

sensibly bundled (cf. swissuniversities, 2021; OECD, 2021). 

 

2.2 Roles and responsibilities (e.g. technology transfer offices TTOs, data stewards, rec-

torates) 

 

The implementation of ORD at Swiss HEIs is currently characterised by a high degree of insti-

tutional heterogeneity – particularly with regard to responsibilities and role definitions. The 

feedback from the survey clearly shows that many HEIs do not have formally defined or struc-

turally anchored responsibilities for data management, data release or ORD-related govern-

ance issues (cf. Fecher et al., 2015; Tenopir et al., 2011).  

 

Smaller or decentralised institutions in particular often do not have a central point of contact 

for ORD issues. Instead, tasks are taken on ad hoc by committed researchers, project man-

agers or research assistants – usually in addition to their existing roles and without systemic 

integration. This person-based organisation not only leads to high workloads for individual ac-

tors, but also to institutional opacity and coordination gaps (cf. Future of Privacy Forum, 2023). 

 

Where formalised role models exist, the following patterns emerge: 

 

• Universities tend to have centrally located data stewards, research services or legal 

departments that coordinate ORD matters (cf. ETH Zurich 2022; EPFL n.d.).   

• TTOs (technology transfer offices) are occasionally involved in issues relating to legal 

protection, data protection or contract drafting with third-party partners – but usually on 

a project-specific basis and without permanent responsibility (cf. Thouvenin and Volz, 

2024).  

• In many cases, responsibility for ORD-related decisions – such as data classification 

or licence selection – lies with the departments or individual project managers them-

selves, often without formal training, guidelines or escalation structures (cf. SPARC, 

n.d.). 

 

Numerous responses indicate that ORD knowledge heavily dependent on individuals. These 

individuals often have extensive expertise in data management plans, licensing, anonymisa-

tion or confidentiality issues, but are not institutionally supported. As a result, personal skills 

are lost when individuals change jobs or are not systematically passed on. In many cases, 

there is no institutionalised form of "knowledge memory" (cf. also Borgman 2012).  
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This structural gap is exacerbated by several challenges: 

 

• Decisions on how to handle sensitive data are often uncoordinated or contradictory. 

• There are no binding escalation paths in case of conflicts of interest or governance 

issues. 

• Roles such as data stewards or ORD coordinators do exist in some cases, but they 

rarely have decision-making authority or strategic involvement (cf. SNSF, n.d.).   

 

Several HEIs therefore express the need for the following in their feedback: 

 

• Institution-wide, binding responsibilities for ORD-relevant processes;  

• Permanent role profiles (e.g. for data stewards, legal contacts); 

• Coordinated support units that integrate governance, IT, legal and research. 

 

The gaps described are even more pronounced when HEIs collaborate with private sector 

partners, that tend to be sceptical about ORD. These findings underscore the recommenda-

tions of the meta-study and the National ORD Strategy: The sustainable implementation of 

ORD depends on clearly defined, permanently institutionalised responsibilities (cf. swissuni-

versities, 2021; OECD, 2021). Individual initiatives or project-based centres of excellence 

alone are not sufficient to strategically secure ORD and make it capable of cooperation. 

 

2.3 Funding logic and incentives 

 
The survey results clearly show that ORD in Swiss HEIs has so far rarely been promoted 

through explicit, strategically anchored incentive systems. Instead, support is often based on 

informal structures, individual initiative and external requirements – in particular from national 

and international funding institutions such as the SNSF, the European Commission or swis-

suniversities (cf. SNSF, n.d.; swissuniversities, 2021; European Commission, 2018).   

 

Internal incentive systems: Selective, mostly not structurally anchored 
Only a minority of the HEIs surveyed have clearly defined, internal funding mechanisms for 

ORD. The most frequently mentioned support measures include: 

 

• Assistance in creating data management plans (DMPs) – for example, through tem-

plates, workshops or individual consultation. These services are mainly found at 
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research-intensive HEIs with central research funding offices (cf. ETH Zurich 2022; 

EPFL n.d.). 

• Technical support in the form of storage solutions, repository access or central data 

infrastructures (cf. University of Basel, n.d.; ORD@CH). 

• Individual advice from data stewards, libraries or research services – often only on 

request or within the framework of specific projects (cf. Tenopir et al., 2011; Future of 

Privacy Forum, 2023). 

 

Financial incentives, such as additional funding for ORD-friendly projects or bonus schemes, 

were mentioned much less frequently. Reputation-based recognition models – such as the 

consideration of ORD activities in appointment procedures or performance agreements – are 

also hardly institutionalised (cf. Fecher et al., 2015; Borgman, 2012). This is particularly true 

for smaller universities of applied sciences and arts, where corresponding funding logics are 

often completely absent or supported by individuals. 

 

External impulses: Drivers with limited leverage 

External requirements currently work as stronger drivers for ORD activities than internal struc-

tures. The following were cited as particularly influential: 

 

• SNSF requirements for the mandatory creation of DMPs for funded projects (cf. SNSF, 

n.d.);  

• EU funding logic, particularly within the framework of Horizon Europe, which increas-

ingly integrates ORD elements in a binding manner (cf. European Commission, 2018; 

EOSC SRIA, 2021);   

• Strategic targets set by swissuniversities, e.g. with regard to FAIR principles, shared 

data components or requirements for infrastructure projects (cf. swissuniversities, 

2021; UNESCO, 2021).  

 

However, these external requirements do not automatically lead to sustainable internal re-

forms. Instead, implementation often remains reactive: ORD is taken into account when it is 

necessary for project approvals – without institutional development of roles, policies or infra-

structures. 

 

Subjective perception: What works – and what doesn't? 

The survey also invited HEIs to assess the perceived effectiveness of various funding instru-

ments. Three measures in particular were considered to be particularly helpful: 
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• Functional support for data management, in particular through data stewards and train-

ing courses; 

• Technical infrastructure that provides easy access to repositories, storage or classifi-

cation tools (see Zenodo; SWITCH; DMPonline); 

• Tailor-made solutions, e.g. licensing models, embargo options or graduated access 

concepts (cf. SPARC, n.d.; Thouvenin and Volz, 2024). 

 

In contrast, undifferentiated requirements – such as generic DMP templates or formal disclo-

sure obligations – were considered by many to be unhelpful or even counterproductive. These 

were often too abstract and not tailored to specific collaboration contexts. 

 

Conclusions and implications 

The results underscore the need for practical incentive systems to promote ORD. Internal in-

stitutional policies should be coupled with concrete, operational support measures – such as 

institutionalised counselling, continuing education programmes and structured recognition 

models. At the same time, funding institutions could effectively support the development of 

sustainable ORD structures through targeted levers – such as financial support for institutional 

governance structures, temporary start-up funding for ORD roles or the differentiation of 

shared data models (cf. OECD, 2021; NIH, n.d.).  

 

2.3.1 Internal support structures 

 

The survey shows that the internal support structures for implementing ORD at Swiss HEIs 

vary greatly. While some HEIs have established systematic programmes, ORD at many insti-

tutions continues to be based on individual initiative and informal solutions. 

 

The most frequently mentioned forms of internal support are:  

 

• Assistance with the creation of DMPs, e.g. through templates, personal advice or short 

training formats. These services are mainly found at HEIs with research services or 

specialised support units (cf. ETH Zurich 2022; EPFL n.d.). 

• Technical infrastructure services, such as dedicated repositories, access to platforms 

such as Zenodo or SWITCH, and limited storage capacity for research data (cf. swis-

suniversities, 2021; University of Basel, n.d.).    

• Individual advice from data stewards or library staff, but mostly project-related and not 

available across the entire organisation (cf. EOSC SRIA, 2021; Tenopir et al., 2011). 
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Feedback clearly shows that these services are often patchy or not institutionally secured. 

Many HEIs do not have dedicated help desks, training units or legal support in relation to ORD. 

The introduction of appropriate structures often depends on committed individuals or third-

party funded projects – but not on strategic decisions at management level (cf. Fecher et al., 

2015; Borgman, 2012). 

 

A key finding is that although data stewards do exist in some cases, their roles are in most 

cases not formally defined or secured in terms of personnel. Job profiles vary greatly, and there 

is often a lack of institutional links or clear escalation paths for legal or governance-related 

issues (cf. Future of Privacy Forum, 2023; Thouvenin and Volz, 2024). This is even more true 

when HEIs negotiate cooperation with the private sector and are expected to develop solutions 

for enabling ORD. 

 

Another pattern can be seen in relation with infrastructure projects: HEIs that have robust IT 

and data management structures – for example, through participation in ORD- initiatives, data 

centres or dedicated research platforms – have a higher implementation rate for ORD require-

ments. Where these structures are lacking, however, ORD is often perceived as an additional 

burden that can hardly be implemented sustainably without institutional support (cf. UNESCO, 

2021; NIH, n.d.).  

 

The HEIs surveyed make it clear that: 

 

• Consulting services, licensing assistance and infrastructure access are crucial levers 

for ORD implementation. 

• In many places, ORD remains a "voluntary task" that is heavily dependent on individual 

motivation. 

• Without institutional support and strategic integration, existing services will not be used 

or developed on a long-term basis. 

 

These findings support the call for increased investment in permanent support structures – for 

example, through established data stewardship roles, central help desks and modular training 

programmes. 

 

2.3.2 External requirements 

 
A key finding of the HEIs’ survey is the high degree of control exercised by external funding 

institutions in the area of ORD. In particular, the SNSF, the European Commission (e.g. via 
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Horizon Europe) and Innosuisse act as key drivers for the implementation of ORD require-

ments in research projects (cf. SNSF, n.d.; European Commission, 2018; EOSC SRIA, 2021). 

 

Data management plans as a standard requirement: 

The obligation to create DMPs is one of the most frequently mentioned control instruments. 

The feedback clearly shows that many universities only begin to systematically address ORD 

requirements in the course of SNSF applications or EU funding processes. The DMP require-

ment is seen as an important impetus for professionalisation, but also as an additional bureau-

cratic burden – especially when no support is available for their creation (cf. ETH Zurich, 2022; 

Tenopir et al., 2011). 

 

FAIR principles and data release: 

Funding institutions are increasingly requiring research data to be prepared and made availa-

ble in accordance with the FAIR principles (Findable, Accessible, Interoperable, Reusable) (cf. 

Wilkinson et al., 2016; European Commission, 2018). HEIs generally recognise this as a sen-

sible approach, but often criticise the lack of differentiation according to discipline, data type 

and cooperation context. Especially in projects with industry partners and personal data, stand-

ardised requirements can only be implemented to a limited extent (cf. Fecher et al. 2015; Thou-

venin and Volz, 2024). 

 

External impetus ≠ institutional implementation: 

The survey shows that external requirements are often the trigger for initial ORD activities – 

e.g. via project approvals – but do not automatically lead to structural anchoring in the institu-

tion. Implementation is often project-based and remains limited to the respective research pro-

ject. Strategic policies, permanent support services or governance structures only emerge in 

individual cases (cf. Borgman 2012).  

 

Pressure to meet expectations and resource gaps: 

Several HEIs emphasise in their comments that the pressure of expectations from external 

funding institutions is disproportionate to the resources available. Smaller HEIs in particular 

feel left alone in implementing the required standards – especially when there is no central 

data infrastructure or legal support available.  

 

Key points: 

• The SNSF and EU programmes have a strong structuring effect – especially through 

DMP obligations and data availability requirements. 
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• Implementation often remains reactive and project-specific – institutional continuity is 

lacking in many places. 

• HEIs request for more guidance, templates and differentiated requirements that better 

reflect practice realities. 

• In addition to formal requirements, external funding bodies should also provide targeted 

support for the development of internal capacities (e.g. data stewardship, infrastruc-

ture). 

• The integration of collaborative data (shared data) remains unclear or insufficiently reg-

ulated in many funding programmes. 

 

2.4 Use of technical infrastructures 

 
2.4.1 Repositories and platforms (e.g. SWITCH, Zenodo, ORD@CH) 

 

A central component of ORD implementation is the technical infrastructure for storing, archiv-

ing and publishing research data. The results of the survey show that Swiss HEIs use a heter-

ogeneous range of repositories and platforms – some institutionally anchored, some project-

related or based on external offerings.  

 

Platforms used: 

Platforms frequently mentioned in the responses are: 

• Institutional repositories of individual HEIs, usually in conjunction with libraries or IT 

services, 

• National platforms such as SWITCHdrive, ORD@CH or institutional participation in 

swissuniversities’ initiatives, 

• International offerings such as Zenodo, Figshare or Dryad, especially in disciplinary 

contexts with established repository traditions or international funding logic (see also 

EOSC SRIA, 2021; UNESCO, 2021). 

 

The choice of platform typically depends on disciplinary standards, project specifications and 

existing infrastructure. It is apparent that universities tend to rely more on their own systems, 

while universities of applied sciences and arts, as well as smaller institutions are more depend-

ent on supra-regional or international offerings. 

 

Uncertainties in platform selection: 

Several HEIs report uncertainties when choosing the "right" repository. Decision-making fac-

tors such as long-term availability, licensing models, data formats, legal frameworks (especially 



July 2025 "Survey results"  ETH Zurich and FehrAdvice and Partners AG 

19 
 

FADP/GDPR) or embargo functions are not always clearly documented or regulated at the 

institutional level.  

 

Some feedback indicates that researchers themselves have to decide where and how data is 

published – often without technical, legal or strategic support. This leads to inconsistent data 

publication and, in some cases, incomprehensible storage strategies.  

 

Infrastructure bottlenecks and needs: 

Respondents repeatedly express a need for stable, legally secure repositories. Particularly in 

the context of cooperations with the private sector (shared data), the need for platforms with 

access controls, embargo functions or graduated licences is emphasised (see also Fecher et 

al., 2015). 

 

In addition, many institutions lack the organisational and human resources to ensure the oper-

ation, support and long-term maintenance of such infrastructures. Some HEIs refer to ongoing 

pilot projects or considerations to operate repositories jointly with other institutions.  

 

Key points: 

 

• HEIs use a wide range of repositories: institutional, national (e.g. SWITCH, ORD@CH) 

and international (e.g., Zenodo). 

• There is uncertainty when it comes to choosing a platform: Legal, technical and disci-

plinary criteria are often unclear. 

• In many cases, there is a lack of technical or legal support for publication. 

• Access control and embargo options are key requirements, especially for collaborative 

data. 

• There is a clearly articulated need for sustainable infrastructures, supported by national 

funding institutions. 

• Infrastructure bottlenecks are slowing down the effective implementation of ORD in 

practice. 

 

2.4.2  Tools for data classification, licensing and anonymisation 

 
A key objective of the survey was to gain insight into the specific technical tools that HEIs use 

to implement ORD – in particular for data classification, licence selection, anonymisation of 

personal information and access control. 
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Status quo of tool use: 

The survey reveals a mixed picture: 

• Many HEIs are familiar with relevant tools or use them selectively, 

• But they are often not integrated into institutional processes or policies. 

• Use is mostly project-related and depends heavily on the initiative of individual re-

searchers (cf. Tenopir et al., 2011; ETH Zurich, 2022). 

 

Frequently mentioned tools: 

• Zenodo (archiving, DOI assignment – often used in EU projects), 

• SWITCHdrive (Swiss infrastructure for data storage and exchange), 

• DMPonline (tool for creating DMPs – primarily in the SNSF context), 

• Amnesia (anonymisation tool for personal data; cf. FPF, 2023), 

• OpenBIS, FAIRDOM, Labfolder (discipline-specific data management systems), 

• Creative Commons Tools (CC-BY, CC0 – for licence selection; cf. SPARC, n.d.). 

 

The feedback emphasises that the technical quality of these tools is generally perceived as 

positive. However, two key obstacles were also identified: 

 

1. Lack of institutional embedding 

o There are hardly any binding guidelines on which tools should be used and 

when. 

o Decisions are often left to the research team (cf. also EOSC SRIA, 2021). 

 

2. Legal uncertainty 

o There are doubts about the legal validity of licences (e.g. CC-BY in commercial 

contexts) 

o or the scope of anonymisation tools in relation to FADP/GDPR compliance (see 

also Thouvenin and Volz, 2024; GDPR 2016/679; Swiss FADP). 

 

Requirements and recommendations from the survey: 

There were multiple requests for: 

• Nationally recommended tools with standard integration into repositories and DMPs, 

• Clear guidelines for legally compliant use – especially for collaborations with the private 

sector, 

• Connection between tools and institutional processes: for example, through specifica-

tions in policies, evaluation criteria or funding conditions (cf. swissuniversities, 2021). 
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Particularly in the context of shared data and cooperation projects with industry, it became 

clear that technical tools must not only be available, but also strategically integrated, legally 

clear and supported by technical assistance. This is where the guidelines to be developed 

should come into play. 

 

Recommendations for guideline development: 

 

• Definition of a national toolset (e.g., for anonymisation, licence selection, DMP creation) 

• Development of training formats and templates with practical examples, 

• Integration of tool use in: 

o Cooperation agreements, 

o Funding logic, 

o Institutional guidelines and policies (cf. UNESCO, 2021). 

 

Key points: 
 

• Technical tools exist but are hardly strategically anchored. 

• Decisions on their use are not coordinated. 

• There is a lack of legal clarity and operational support. 

• Governance links are necessary to effectively implement ORD standards. 

 

2.4.3  Resources and knowledge 

 
A key finding of the survey concerns the structural barriers to the implementation of ORD. 

Deficits in human, financial and infrastructural resources are particularly frequently cited. Many 

HEIs report that the introduction and sustainable implementation of ORD fails due to a lack of 

personnel, insufficient IT support or time constraints (see also Tenopir et al., 2011; Wilkinson 

et al., 2016). 

 

Numerous responses emphasise that ORD activities – such as the creation of DMPs, the clas-

sification of data or the technical implementation of anonymisation – are usually carried out as 

additional tasks alongside research, teaching and project administration. The associated ad-

ditional workload means that in many cases, ORD is only implemented on an ad hoc basis or 

to a minimal extent (see also Borgman, 2012; Fecher et al., 2015). 

 

Another obstacle is the lack of internal expertise. Smaller institutions or departments without 

technical specialisation in particular lack expertise in key areas such as licensing, versioning 
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and data protection-compliant publication. The few specialists available – e.g. data stewards 

or IT support staff – are often overworked or not permanently integrated into the institution (cf. 

EPFL, n.d.). 

 

Cooperation projects with external partners, especially from the private sector, bring additional 

challenges: they often require a specific data infrastructure, clearly defined interfaces and a 

common understanding of protection needs. However, many researchers state that they can-

not afford the necessary technical, legal and organisational costs (see also Future of Privacy 

Forum, 2023; Thouvenin and Volz, 2024). 

 

These findings suggest that ORD can only be successfully established in HEIs if it is not solely 

dependent on individual initiatives or temporary third-party funded projects. Rather, targeted 

investments in permanent roles (e.g., data stewardship), technical infrastructure and compe-

tence-oriented training programmes are required.  

 

2.4.4. Uncertainties regarding the legal framework 

 

Legal uncertainties are a key obstacle to the implementation of ORD at Swiss HEIs. In the 

survey responses, legal issues were consistently cited as one of the most common problem 

areas – especially in relation to databases from cooperations.  

 

These uncertainties affect various legal areas such as data protection law, intellectual property 

(IP), contract law and international export restrictions. Many HEIs – especially small and me-

dium ones – do not have sufficient specialised legal advice to reliably clarify data-related issues 

concerning release, licensing or use of third-party funding. Internal support, where available, 

is often not tailored to ORD issues (see also ETH Zurich, 2022; NIH, n.d.). 

 

In addition, key legal norms – such as the GDPR and the revised New Federal Act on Data 

Protection (nFADP) – are often interpreted differently. These uncertainties lead to a "culture of 

caution" in which research data tends to be withheld for fear of legal violations. The situation 

becomes particularly complex in collaborations with private sector and international partners, 

where different legal traditions and protection interests collide (see also HIPAA, 1996; OECD, 

2021).  

 

Without clear governance guidelines and legally binding data contracts, ORD often remains 

hindered in such constellations. There is a high demand for practical legal support. Among 

other things, FAQ collections, standard contracts, model clauses and advice centres were 
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mentioned. The national pooling of legal expertise – e.g. through a joint service point run by 

swissuniversities, SNSF and Innosuisse – was also proposed on several occasions (cf. swis-

suniversities, 2021). 

 

The results make it clear that legal issues are not just a marginal topic, but are crucial for the 

strategic implementation of ORD. Without reliable framework conditions, much potential re-

mains unexploited – especially in data-intensive, cooperation-based fields of research. 

 

2.5 Case studies (from the questionnaires) 

 
In order to supplement the results of the structured survey with illustrative practical references, 

several free-text responses were qualitatively evaluated and consolidated into exemplary case 

vignettes. The following three anonymised short examples show typical challenges and forms 

of implementation of ORD in the context of public-private collaborations. They illustrate key 

areas of tension, patterns of action and conditions for success. 

 

Note on methodology: The case studies are not based on individual, traceable responses, 

but were constructed in a synthetic manner based on the online survey (data as of July 2025). 

They represent consolidated representations of typical feedback – either through recurring 

patterns, abstracted quotations or combinations of both approaches. These are not individual 

case studies, but realistic types that contribute to orientation and guideline development. 

 

Case 1: Embargo model with pharmaceutical companies 

"We collaborated with a research-oriented pharmaceutical company. The raw data remained 

closed for the duration of the study, with no access to third parties. After project completion, 

the metadata and anonymised results could be published via SWITCHdrive – after approval 

by the company." 

 

Learning: This model shows that hybrid openness strategies (e.g. embargo and subsequent 

publication) are practicable in areas requiring protection – provided that clear contractual re-

quirements (e.g. data use agreements), coordinated schedules and technical infrastructures 

are in place.  

 

Case 2: Lack of governance – ORD remains theory 

"ORD was not an explicit topic in our project. The collaboration with the company went well, 

but no one knew exactly whether or how we would be allowed to share the data. A DMP was 

completed, but only pro forma." 
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Learning: The case vignette shows that formal requirements such as a DMP remain ineffective 

without clear governance structures. A lack of responsibilities (e.g. data stewards, TTOs) leads 

to inconsistency and uncertainty in implementation.  

 

Case 3: Refusal to cooperate due to open data condition 

"A partner company deliberately refused a research collaboration after learning that all data 

would have to be published as part of the project. The negotiations failed because economic 

interests could not be protected." 

 

Learning: This feedback highlights the tension between openness and protection interests. 

Without confidence-building protection mechanisms (e.g. embargo, access levels), the obliga-

tion of HEIs to disclose information can hinder collaborations with the private sector.  

 

Conclusion on 2.5:  

The case vignettes make it clear that ORD in public-private collaborations is not a binary deci-

sion, but a negotiation process. Success depends on: 

 

• Clear institutional responsibilities, 

• Trust-building measures towards partners, 

• And transparent, legally sound governance models. 

 

These vignettes thus support the recommendation to include practical templates, modular li-

censing models and proactive role allocations in future guidelines. 
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3 ORD in Private-Public Collaborations 
 
3.1 Forms of cooperation and data sharing 

 
The survey results show that public-private collaborations between HEIs and companies in 

Switzerland take many different forms. Typical forms of cooperation include publicly funded 

research projects (e.g. SNSF, Innosuisse, EU funding programmes such as Horizon Europe), 

traditional contract research, long-term innovation partnerships and strategic research alli-

ances (see also swissuniversities, 2021; European Commission, 2018). 

 

The participation of companies is often project-based and in many cases linked to specific, 

application-oriented research questions. In Innosuisse projects and EU consortia in particular, 

cooperation is systematically structured by funding logic. This often includes requirements for 

transparency of research results and the handling of research data (see also EOSC SRIA, 

2021; NIH, n.d.). 

 

The willingness to open up data is generally higher in these contexts, as it is a condition for 

receiving funding. Nevertheless, ORD remains a secondary issue for many companies, after 

economic interests, product development goals and the protection of trade secrets (see also 

Bhatnagar et al., 2022; Thouvenin and Volz, 2024). 

 

The way in which data is shared or made accessible varies considerably: Some collaborations 

work with shared data rooms or embargo regulations, while others explicitly exclude full data 

sharing. Decisions on data sharing are often not taken at the start of the project, but only during 

or after its completion – and depends on legal assessments, negotiations or the relationship 

of trust between the partners.  

 

Crucially, the use and release of company data is rarely governed by institutional standards, 

but rather by individual project constellations and the goodwill of individuals. This leads to a 

certain lack of transparency and makes it difficult to establish systematic ORD practices.  

 

From the perspective of the companies surveyed, the focus of collaborations is not on opening 

up data, but on access to academic knowledge, young talents and innovative technologies. 

ORD is accepted when it is associated with concrete benefits or political funding logic – rather 

than as a fundamental practice (cf. also Fecher et al., 2015; EPFL, n.d.). 
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These findings underscore the need not only to focus on formal ORD requirements when de-

veloping guidelines, but also to take into account the forms of cooperation, sectoral differences 

and dynamics between research and practice (see also European Commission, 2018; 

UNESCO, 2021). 

 

3.2 Challenges in practice (confidentiality, protection interests) 

 

The survey results from the private sector clearly show that companies are very reluctant to 

implement ORD in public-private collaborations. The main concerns relate to interests protec-

tion, loss of control and legal uncertainty. 

 

In detail, the private sector cited the following main concerns: 

 

• Loss of confidentiality: the disclosure of sensitive information could allow conclusions 

to be drawn about business models, customer relationships or development processes. 

• Risk to intellectual property (IP): There is a fear that competitive know-how could 

become uncontrolled and thus accessible to competitors – especially in international 

collaborations with unclear protection standards.  

• Lack of control over data use: Companies see a risk in not being able to track who 

accesses their data, when and how, and whether it is modified or further transferred.  

• Reputational risks: Without contextual information, there is a risk that data will be 

misinterpreted by third parties, which can be particularly problematic in sensitive areas 

of application (e.g. health data, user behaviour).  

• Unclear legal situation: Many companies find data protection law, contract law and 

international frameworks contradictory or difficult to manage. 

 

As a direct response to these risks, companies report the following requirements: 

 

• Early, contractually defined approval processes and clear responsibilities to protect 

against unwanted publication, 

• Embargo regulations and internal review rights prior to publication,  

• Technical access controls, e.g. password-protected systems, defined licence mod-

els.  

 

In many cases, sensitive data is managed outside the project context or not shared at all. This 

creates a conflict between the willingness to cooperate and the need for protection, which can 
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limit the reproducibility and reuse of scientific results (see also Tenopir et al., 2011; Borgman, 

2012). 

 

Overall, it is clear that regulatory requirements alone are not sufficient. Companies need trust-

building structures, standardised procedures and contractually enshrined safeguards. Govern-

ance models must therefore systematically balance confidentiality and cooperation with open-

ness in order to establish ORD as a viable option in the private sector (see also swissuniver-

sities, 2021; EOSC SRIA, 2021). 

 

3.3 Corporate perspective on ORD: benefits, obstacles and conditions 

 

The evaluation of the survey responses from the private sector reveals a complex picture of 

the corporate perspective on ORD. In principle, ORD is not at the centre of many companies' 

cooperation strategy with HEIs but is considered potentially useful under certain conditions. 

 

The attitude towards ORD is not fundamentally negative, but strongly condition-oriented and 

characterised by concrete considerations of benefits. The most frequently cited benefits in-

clude: 

 

• A potential image boost through participation in open science initiatives, 

• The promotion of an innovative corporate culture, 

• And international visibility in publicly funded projects, such as Horizon Europe or 

Innosuisse programmes. 

 

Companies see strategic added value in particular when ORD contributes to participating in 

an international research environment or can open new funding opportunities (see also swis-

suniversities, 2021). 

 

At the same time, clear requirements and restrictions have been formulated: 

 

• Control and protection: ORD is only considered acceptable if protection interests are 

safeguarded – for example, through contractually defined access restrictions, embargo 

periods or explicit rights of use. 

• Selective openness: Preference is given to differentiated openness strategies in 

which data is released in stages or provided in anonymised form. 
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• Link to standards: ORD is more widely accepted when it is linked to well-known stand-

ards (e.g. ISO 23494-1:2023) or existing formats such as non-disclosure agreements 

(NDAs) and internal data classifications.  

• Delayed publication: The option to use data internally first and publish it later – after 

completion of business-relevant processes – is particularly appreciated. 

• Tiered access: Many companies are calling for tiered access systems with defined 

usage scenarios, e.g. project-related access or consortium-limited visibility. 

 

Despite these constructive suggestions, it is clear that the term "ORD" is often unclear or mis-

leading in the private sector. It is sometimes confused with "open access" or general innovation 

approaches. These concepts often seem too academic or research-related (see also 

Bhatnagar et al., 2022; Tenopir et al., 2011). 

 

Another point is that ORD is often perceived as an additional administrative burden, especially 

when there is no direct project relevance or clear strategic benefit. In such cases, it is likely 

that data will not be shared or that ORD will be excluded from the project plan from its begin-

ning (see also Borgman, 2012). 

 

Companies do not reject ORD outright, but they do set clear conditions in terms of control, 

usability, protection and compatibility with operational standards. The development of practical 

guidelines must take these conditions into account in order to establish ORD in public-private 

collaborations. 

 

3.4 Model solutions 

 
A key finding of the surveys conducted with the private sector is the desire for practical and 

legally secure model solutions for dealing with ORD in cooperation projects. Companies are 

generally interested in transparent but controllable forms of data sharing – however, there is a 

lack of established standards that could serve as a basis for contract design and cooperation 

practices.  

 

In practice, ORD has rarely been systematically regulated in public-private collaboration. Of-

ten, there are neither explicit contractual clauses on data release nor standardised protection 

mechanisms. Instead, the publication of sensitive data is often excluded or decided on an ad 

hoc basis by individual stakeholders – without review procedures or clearly defined release 

processes (see also Borgman, 2012; Fecher et al., 2015). 
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From a corporate perspective, there is a considerable need for modular, legally viable contract 

modules that combine openness and protection requirements. Three frequently mentioned 

models are: 

 

• Embargo models for delayed data release (e.g. to protect patent applications or mar-

ket strategies) 

• Tiered access as a differentiated access solution depending on role and purpose 

(known from biomedicine), 

• Licensing models that enable legally secure and differentiated terms of use (e.g. 

based on CCs). 

 

These findings point to a key area of action for future guideline development: Successful model 

solutions should be based on modular templates, legal protection components and graduated 

openness options (see also European Commission, 2018; Singapore RIE 2025; Wilkinson et 

al., 2016). 

 

Overview of model solutions: 

Model 
type 

Access Degree of con-
trol 

Suitability Effort Practical exam-
ples* 

Embargo 

model 

Public after 

expiry of 

deadline 

High control 

during embargo 

period 

Protection of IP, 

patents, strategic 

evaluation 

Medium 

to high 

Publicly funded 

cooperation pro-

jects 

Tiered 

access 

Tiered access 

based on role 

Very high (role-

based) 

Biomedicine, data-

intensive consortia 

High Biobanks, EU pro-

jects with data 

splitting 

Licence 

model 

Public or se-

lective 

Medium to high 

(contractual) 

Standard data with 

clear purpose limi-

tation 

Medium CC licences, sec-

tor-specific tem-

plates 

*Experience gained from questionnaire responses and international initiatives. 

 

3.4.1 Embargo models 

 
A key concern for many companies in the context of ORD is the protection of competitive 

information for a defined period after project completion. Embargo models are a solution that 

was mentioned several times in the surveys. They enable delayed data release and are seen 

as a means of adequately protecting innovation leads, patent applications or product develop-

ments (see also Future of Privacy Forum, 2023). 
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Such models stipulate that data initially remains locked and is only made publicly, or selec-

tively, accessible after the expiration of a contractually defined period. The duration – the so-

called embargo – varies depending on the type of project and data. The responses mentioned 

embargo periods ranging from six months to several years. Companies reject general solutions 

and emphasise the need for context-dependent regulations.  

 

Important requirements for embargo models are: 

 

• Access control with user management 

• Licences restricting use, 

• Governance-based release processes, 

• Visible labelling of embargoed data. 

 

Such models are considered compatible if they are accompanied by clear procedures and 

reliable framework conditions. Especially in publicly funded projects with private sector partic-

ipation, the embargo is seen as a realistic compromise between openness and the need for 

protection (see also Tenopir et al., 2011; OECD, 2021). 

 

Differentiation according to data types – e.g. technical data versus personal information – is 

considered necessary. The survey shows that embargo models are only viable in practice 

where they are implemented in a technically, legally and organisationally sound manner. 

 

3.4.2 Tiered access / controlled release 

 

Another frequently mentioned model for controlled openness is "tiered access." It allows dif-

ferent user groups to be granted different access rights to datasets, depending on the data or 

the type of use (see also Future of Privacy Forum, 2023; NIH n.d.; Borgman, 2012). 

 

This model is particularly well known in medical research and biobanks, where a tiered system 

of rights and obligations has been established. In the survey, this model is widely considered 

to be practical – especially for collaborations with companies where not all data can be openly 

published (see also Fecher et al. 2015). 

 

Essential requirements for tiered access: 

 

• Clear access categories (public, consortium, internal, etc.), 
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• Technical access systems (e.g. role management, DOI logic), 

• Standard contracts and legal terms of use, 

• Documentation of use and prevention of misuse. 

 

Examples of successful implementation can be found, among others, in the context of consor-

tium research projects, with content worthy of protection. The combination of application re-

quirements, objective-related use and documentation requirements was positively evaluated 

by companies (see also Tenopir et al., 2011). 

 

The model is considered compatible if control is maintained. For companies, it is crucial that 

the model offers both transparency and protection – for example, through legally binding usage 

limits. 

 

3.4.3 Licence models  

 
The private sector survey clearly shows that licensing models play a central role in the ac-

ceptance of ORD. Companies are only willing to participate if there are precise rules governing 

what may be done with the published data (see also Thouvenin and Volz, 2024). 

 

Licensing models offer a middle ground between complete disclosure and restrictive access. 

The following elements were mentioned particularly frequently: 

 

• Exclusion of commercial use (e.g. CC BY-NC), 

• Restriction of further processing, 

• Obligation to name the author (e.g. CC BY), 

• Context-specific conditions such as consortium affiliation or registration requirement. 

 

Although Creative Commons (CC) licences are well known, there is uncertainty about their 

scope, especially in private sector contexts. Some companies prefer individually negotiated 

terms of use or sector-specific variants (see also Fecher et al. 2015; Future of Privacy Forum, 

2023). 

 

Modular licence components that can be flexibly adapted to different forms of cooperation were 

mentioned several times – e.g. publication for academic purposes only, access only with reg-

istration, or consortium-restricted reuse.  
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From the perspective of many companies, licensing is closely linked to issues of governance 

and infrastructure. Without accompanying contracts, technical access controls and clear re-

sponsibilities, the choice of licence often appears insufficient. HEIs have some catching up to 

do in this area – many have neither legal expertise nor suitable templates for collaborations 

(see also swissuniversities, 2021). 

 

3.5 Practical examples and case studies 

 
To illustrate cooperative approaches to dealing with ORD, several responses from the private 

sector survey were evaluated qualitatively. The following examples are not based on individual 

documented cases but were synthesised as abstract case vignettes from recurring patterns, 

free-text responses and structured information. The aim is to highlight practical scenarios and 

conditions under which companies are willing to engage in data sharing. 

 

Case study A – Selective release with embargo period: A company agreed to publish anon-

ymised data, but only six months after the end of the project. The release was made conditional 

on the data not being used for commercial purposes and being published under a CC-BY-NC 

licence. The internal legal department reviewed the final data release (see also Thouvenin and 

Volz, 2024; SPARC, n.d.). 

 

Case study B – Consortium model with tiered access: A publicly funded consortium agreed 

on a tiered access system: Participating HEIs were given full access to the research data, while 

external requests had to be approved by a monitoring committee. Individual datasets were 

published via Zenodo subject to specific restrictions on use (see also Future of Privacy Forum, 

2023; European Commission, 2018). 

 

Case study C – Data release with a positive PR strategy: A medium-sized technology com-

pany supported the disclosure of aggregated project data as part of an open science campaign. 

The prerequisite was that the company be named in the project communication and that the 

released data are made available for internal use (see also Fecher et al., 2015; Borgman, 

2012). 

 

These fictitious synthetised scenarios show that, under certain conditions, a cooperative ap-

proach to ORD is also possible from a company perspective – for example, through clear legal 

frameworks, selective openness, transparent communication and the use of graduated protec-

tion mechanisms. 
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3.6 Distinction from shared data (definition and governance) 

 
In the context of the private sector and HEIs surveys, repeated reference was made to the 

concept of "shared data" – i.e. data that is shared in collaborations but not made publicly avail-

able. This chapter systematically classifies the term and highlights its practical relevance and 

the current challenges in governance. 

 

Shared data differs from ORD in that access to it is restricted: While ORD is intended to be 

accessible to the scientific community and the public, shared data remains within defined col-

laborations, such as between HEIs and companies or within research consortia. This shared 

data may be sensitive, confidential or economically relevant, which is why its use is subject to 

specific conditions. 

A key feature of shared data is that access and use are always governed by contractual agree-

ments. Shared data does not exist without a contractual basis – be it in the form of data release 

agreements, licence agreements, non-disclosure agreements (NDAs) or project-related ap-

pendixes to cooperation agreements. These agreements define access, purpose of use, dis-

closure, duration and protective measures, thus forming the legal basis for controlled data use. 

 

The survey results show that shared data is more common in practice than fully open data 

releases. Companies use such models to work with HEIs on data-based issues without having 

to relinquish control rights or confidentiality. For their part, HEIs report usage scenarios in 

which data is made available on a project-specific basis or within closed networks. 

 

Despite the practical relevance of shared data, challenges remain: Many collaborations are 

based on individually negotiated contracts, which leads to inconsistencies in governance. 

There is a lack of standardised templates, role models and institutional responsibilities. For the 

further development of data guidelines, it is therefore essential to recognise shared data as a 

separate category alongside ORD and to clearly anchor the contractual dimension. 

Private sector perspective: 

Companies are often cautious about ORD. Reasons for this include concerns about data sov-

ereignty, potential reputational risks, regulatory requirements and the risk of unwanted reuse 

by competitors. At the same time, there is a high level of willingness to collaborate if institutional 

security, contractual clarity and tiered access models are in place. Hybrid or shared models 

are proven solutions here. 
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In practice, hybrid models represent an important bridge solution: They combine transparent 

terms of use with targeted access restrictions and offer both HEIs and companies a coopera-

tive means between openness and confidentiality. Contractually defined, tiered access options 

and clear governance allow legal, ethical and economic requirements to be addressed in a 

balanced manner, thus leading to the goals pursued by ORD. 

 

From the perspective of the stakeholders surveyed, it is clear that shared data requires a con-

tractual basis. Without explicit regulations on access restrictions, use, disclosure and rights, 

there is a considerable risk of legal uncertainty and misunderstandings when dealing with 

shared data. Shared data always means a controlled form of cooperation – in practice, this 

always requires the conclusion of specific contracts, e.g. in the form of non-disclosure agree-

ments (NDAs), data use agreements or cooperation agreements. The absence of such agree-

ments contradicts the understanding of shared data as established in scientific practice and, 

in particular, in the context of public-private collaborations. 
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4 Analysis of the Feedback 
 
4.1 Response overview and data quality 

 

This chapter provides a quantitative overview of participation in the empirical survey, broken 

down by the two main target groups: HEIs and the private sector. The information is based on 

the overall data from the LimeSurvey system used and subsequent Excel exports. 

 

A total of around 190 evaluable responses from HEIs’ representatives and around 100 re-

sponses from the private sector were recorded. These are not institutional responses in the 

strict sense, but rather responses from individuals who have experience in cooperation or gov-

ernance – often occupying functions in research services, data stewardship, technology trans-

fer or department management.   

 

A significant proportion of the questionnaires were not fully completed, particularly for the pri-

vate sector. Nevertheless, even incomplete entries were evaluated in terms of content, as they 

often contained meaningful free-text information or selective response patterns. Early dropouts 

or selective non-response to specific questions provide important clues about obstacles, dis-

interest or comprehension problems.  

 

The data is solid but cannot be considered statistically representative. However, it does reflect 

a broad spectrum of perspectives – particularly across different types of HEIs (universities, 

universities of applied sciences and arts, and universities of teacher education) and company 

sizes (SMEs, medium-sized companies, and a few large companies).  

 

Typical response patterns can be observed, among others, along the following lines: 

 

• HEIs with an active ORD strategy tend to provide complete and detailed feedback. 

• Companies respond more selectively, with a clear tendency to be cautious when it 

comes to open questions; 

• Dropouts often correlate with questions about legal frameworks or specific data disclo-

sure. 

 

Overall, it is clear that participation and data quality depend heavily on the context and function 

of the respondents. Nevertheless, the high number of qualitatively usable responses enables 

a well-founded evaluation with clear thematic clusters – even if no claim to representativeness 

is made. 
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4.2 Higher education institutions: Typical patterns, dropout behaviour, content focus 
 

The analysis of the HEIs responses reveals a complex picture. A total of 193 questionnaires 

were started by HEIs’ representatives, of which 23 were fully completed. This corresponds to 

a completion rate of about 12%. Numerous other responses contain partial answers with usa-

ble content, which were also included in the analysis. 

 

Both complete and incomplete – but substantial – responses were taken into account in the 

analysis. The patterns were evaluated on the basis of a systematic cross-sectional review of 

the group structure (e.g. thematically structured sections) and the respective response fre-

quency. 

 

In terms of thematic focus areas, particularly high response rates were observed in the section 

"Information about your role" (28 participants). This section appears to have provided a low-

threshold entry point. In the sections "Benefits of data from the private sector," "Success fac-

tors" and "Concerns in the higher education and business context," the number of responses 

was around 19 to 21 in each case. Here, clear assessments were given in some cases on 

motivation, challenges and current practice in dealing with data cooperation. 

 

Medium to low response rates were seen in the sections "Organisational issues," "Specific 

measures," "Suggestions," "Research area" and "Business partner." These groups were an-

swered by 16 to 17 respondents each. It was noticeable that universities of applied sciences 

and arts and universities of teacher education had more gaps – possibly due to limited human 

resources, a lack of role profiles or a lack of institutional guidelines. 

 

In terms of content, repeated references to strategic ambiguities in dealing with so-called 

shared data constellations were observed, particularly in relation to ORD. The lack of govern-

ance structures, unclear responsibilities, a lack of technical resources and legal uncertainties 

were also mentioned several times. Particular reference was made to data protection issues, 

data release questions and institutional role definitions. 

 

A comparison between the different types of HEIs reveals a clear discrepancy: universities 

tended to provide structured and comprehensive feedback. This often included specific refer-

ences to the tools used, existing procedures and internally regulated processes. Universities 

of applied sciences and arts, on the other hand, provided heterogeneous responses, some 

lacked information on governance issues or data technology infrastructure. Universities of 
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teacher education were generally underrepresented in the survey. The received feedback was 

often brief or fragmentary. 

 

The results show that the institutional conditions for the systematic implementation of ORD at 

Swiss HEIs vary greatly. Response patterns, dropout rates and response profiles indicate ex-

isting implementation barriers, unclear responsibilities and, in some cases, serious resource 

deficits. 

 

These differences should be actively taken into account when developing practical guidelines. 

Graduated recommendations depending on the type of HEI, the use of modular templates and 

targeted funding instruments to strengthen governance structures at less well-equipped insti-

tutions are recommended. 

 

4.3 Private sector: Participation rate, frequent objections, preferred conditions 
 

The evaluation of feedback from the private sector shows an overall low participation rate in 

the survey. Although 106 company representatives started the survey, very few fully completed 

it. The dropout rate is thus significantly higher than for HEIs. Various reasons can be identified, 

such as limited thematic relevance for many organisations, uncertainties regarding data pro-

tection and legal framework conditions, and the lack of a clear internal mandate to address 

strategic research issues.   

 

Despite the low number of completed responses, the partially completed questionnaires pro-

vide important insights into companies' attitudes towards ORD. The sections "Information 

about your role" (21 responses), "Opportunities and benefits of ORD" (14), "Incentives" (13) 

and "Concerns" (11) were particularly frequently addressed. The content of the responses in-

dicates a predominantly cautious attitude towards ORD. 

 

Several respondents expressed fundamental reservations about the disclosure of sensitive 

data. Potential business disadvantages, legal uncertainties and loss of control over data reuse 

are perceived as particularly critical. Comments included concerns about the disclosure of 

trade secrets, lack of contractual clarity and possible follow-up costs. The data suggests that 

many companies reject standardised disclosure procedures unless they are actively involved 

in decision-making processes. 

 

A key problem is the conceptual vagueness surrounding ORD. Some feedback shows that the 

term is mistakenly associated with complete openness or even open-source software. These 
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misunderstandings make it difficult to discuss the topic objectively. More precise communica-

tion about the goal and scope of ORD therefore appears necessary (see also Borgman, 2012; 

Fecher et al., 2015). 

 

Some companies are open to data sharing under certain conditions. Among other things, time-

limited embargoes, progressive access concepts and clearly formulated licence conditions 

were mentioned. Such flexible arrangements offer the possibility of combining data protection 

interests with scientific openness. The survey results suggest that so-called hybrid models are 

already being applied informally – for example, through project-related data releases with se-

lective access or delayed publication. These models could represent a link between scientific 

interest in knowledge and operational protection interests (see also European Commission, 

2018; Thouvenin and Volz, 2024; Future of Privacy Forum, 2023). 

 

A direct comparison with HEIs shows that the private sector is acting much more cautiously. 

While HEIs generally emphasise structural or organisational challenges, the private sector is 

primarily concerned with legal and economic risks. This underlines the need to consider both 

perspectives when developing guidelines. 

 

The feedback shows that a greater participation of the private sector in ORD initiatives is con-

ceivable under certain conditions: Firstly, through transparent and differentiated communica-

tion about the concept and objectives of ORD; secondly, through the active involvement of 

companies in governance issues; and finally, through case-by-case decisions on data sharing. 

Funding institutions could play a mediating role by integrating flexible models into their funding 

models and creating incentive systems that are practicable for both sides (see also SPARC, 

n.d.; OECD, 2021; swissuniversities, 2021). 

 

4.4 Comparison of complete vs. incomplete responses 

 
The analysis of response data shows clear differences between completed and incomplete 

questionnaires – both by HEIs and the private sector. Overall, fully completed questionnaires 

tend to come from institutions that either have clearly defined governance in the area of ORD 

or where ORD is already firmly established. These responses are characterised by a higher 

amount of specific information – for example, on responsibilities, technical procedures, existing 

guidelines or experience with corporate cooperation. In these cases, the free text fields were 

also used much more frequently to share practical challenges, strategic considerations or rec-

ommendations. 
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In contrast, incomplete responses are often characterised by selective answering behaviour. 

In the case of HEIs, responses were often discontinued after the first general sections, but in 

individual cases also on specific topics such as governance, contractual arrangements or tech-

nical measures. It is particularly striking that the section on collaboration agreements with the 

private sector was regularly omitted. This suggests that there is a lack of relevant experience 

or that the topic is not clearly defined internally. Questions on data sharing, role allocation and 

legal standards were also rarely answered in the incomplete questionnaires. 

 

The proportion of incomplete responses is particularly high for the private sector. In many 

cases, the questionnaire was abandoned after just a few sections – often when the term ORD 

was explained. This suggests that ORD is not yet perceived as an operationally relevant issue 

in many companies or that there are no clear internal contact persons responsible for research-

related data strategies. Companies were particularly cautious in their responses to questions 

relating to legal or data protection implications. The relevant topics were often skipped, which 

could indicate uncertainty or a lack of responsibility. 

 

Another difference can be seen in the quality of the free-text responses: while fully completed 

questionnaires often mention specific tools, institutional regulations or coordinated procedures, 

the answers in incomplete questionnaires tend to remain general.  

These patterns illustrate that the depth of engagement with ORD depends heavily on institu-

tional maturity, thematic proximity and the clarity of internal processes. HEIs with established 

data management structures or strategic ORD anchoring provide differentiated feedback, while 

others show significant gaps. In the private sector, participation depends heavily on perceived 

risk, access to resources and prior knowledge of ORD content. 

 

For the development of practical guidelines, this means that recommendations should be dif-

ferentiated. While research-related organisations need specific tools for further development, 

less experiences actors need low-threshold support elements, exemplary role concepts and 

modular templates. The communication of key terms, the clarification of legal responsibilities 

and the inclusion of protection concerns are essential prerequisites for involving more cautious 

actors in ORD processes. 

 

4.5 Interpretation and significance for guideline development 

 

The systematic analysis of the surveys from HEIs and the private sector provides key insights 

for the development of practical guidelines for dealing with ORD in public-private 



July 2025 "Survey results"  ETH Zurich and FehrAdvice and Partners AG 

40 
 

collaborations. Three overarching topics can be identified as particularly relevant: recurring 

requirements, structural barriers and identified good practices. 

 

Frequently mentioned requirements include clear licensing models, differentiated access pro-

cedures (e.g. embargo periods, tiered access), and clearly defined responsibilities and roles. 

Both HEIs and companies emphasise the need for legal clarity, reliable standards and flexible 

protection mechanisms in order to implement ORD in a practicable and legally secure manner 

(see also Thouvenin and Volz, 2024; European Commission, 2018; Future of Privacy Forum, 

2023). The desire for instruments to regulate use is particularly evident in the context of busi-

ness, for example through selective releases, licensing options or temporary access re-

strictions (see also SPARC, n.d.; OECD, 2021). 

 

Structural barriers mainly affect governance and institutional resources. Numerous HEIs do 

not have established responsibilities, legal advice, technical infrastructure or human resources 

for the systematic implementation of ORD (see also ETH Zurich, 2022; swissuniversities, 

2021). Similar barriers are also evident for the private sector: The survey results indicate a 

frequent lack of institutional responsibility for research policy issues, limited internal expertise 

on data sharing and a high degree of uncertainty regarding legal implications (see also Tenopir 

et al., 2011; Borgman, 2012). These uncertainties mean that even when there is fundamental 

openness to ORD, concrete participation often fails to materialise. 

 

At the same time, examples of good practice were also identified. Some HEIs reported on 

functioning support structures, such as the targeted use of data stewards, progressive access 

regulations, or the use of platforms such as DMPonline. On the private sector side, hybrid 

models have emerged that combine scientific openness with operational protection interests – 

for example, through delayed publication, selective access or contractually fixed usage sce-

narios (see also Future of Privacy Forum, 2023; Thouvenin and Volz, 2024). These examples 

show that practicable models already exist, but in practice they are often poorly documented 

and not systematically institutionalised. 

 

For the development of guidelines, this means that differentiated, modular recommendations 

are needed that take into account different levels of maturity, institutional starting points and 

risk assessments (see also OECD, 2007; Harvard University, 2020). In addition to general 

guidance, concrete templates, decision trees, legally reviewed contract modules and recom-

mendations for action should be provided for typical cooperation constellations. In addition, 

certain topics – such as data protection in hybrid projects, discipline-specific requirements, the 

role of technology transfer offices (TTOs) or governance in shared data contexts – should be 
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further explored in in-depth workshops or focus groups in order to develop viable and compat-

ible solutions. 

 

The development of guidelines should therefore not be limited to formal rules and regulations, 

but specifically promote processes of internal negotiation, confidence-building measures and 

realistic options for action. The aim is to enable both HEIs and companies to actively shape 

ORD – on the basis of clear rules, comprehensible protection mechanisms and institutionally 

anchored procedures (see also Wilkinson et al., 2016; UNESCO, 2021). 
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5 Strategic Incentive Systems 
 
5.1 For higher education institutions: Bonuses, funding conditions, reputational benefits 

 

The analysis of the survey shows that ORD has so far only been promoted to a limited extent 

by systematic incentive structures at many HEIs. Although there are isolated initiatives in indi-

vidual cases – such as DMP training, project-related information or individual repository solu-

tions – these often remain isolated measures without broad institutional support or strategic 

anchoring (cf. also Fecher et al., 2015; Tenopir et al., 2011). 

 

In particular, there is a lack of formal mechanisms for recognising and promoting ORD-related 

achievements. Activities such as structured data release, the establishment of repositories or 

quality-assured data preparation are rarely taken into account in evaluation procedures, re-

search reports or appointment procedures. Visibility in project overviews and the consideration 

of data citations in performance evaluations are also hardly established to date (cf. also 

Borgman, 2012; OECD, 2021; Wilkinson et al., 2016). 

 

The feedback from the HEIs survey clearly shows that there is a considerable need for more 

effective incentive systems. Several suggestions have been made on how ORD activities could 

be better promoted and made more visible at the institutional level. These include, among 

others: 

 

- The explicit consideration of ORD in qualification agreements, appointment procedures 

or third-party funding reports, 

- Project-related bonuses or infrastructure cost subsidies to support data provision, 

- Reputation-enhancing measures such as internal labels, inclusion in university rank-

ings or visibility in funding databases (see also swissuniversities, 2021; ETH Zurich, 

2022). 

 

Measures that link ORD to existing HEI management tools are considered particularly effective 

– for example, through mandatory DMP workshops at the start of projects, standardised tem-

plates for data management or clear governance guidelines. These elements create commit-

ment and enable the early integration of ORD-relevant decisions (see also Harvard University, 

2020; UNESCO, 2021). 

 

In contrast, formal disclosure obligations without accompanying support or recognition are con-

sidered to be less effective. In these cases, the impression is often created that additional 
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requirements are being imposed without institutional support, which can lead to frustration and 

low motivation to implement them. 

 

Another key finding shows that decisions on ORD-relevant aspects at HEIs are often occurring 

late in the project cycle. When collaborating with the private sector, however, contracts have 

usually been negotiated before ORD-relevant aspects are discussed. As a result, opportunities 

for funding or strategic integration remain unexploited. Several responses indicate that HEIs 

need to be more proactive in initiating such decisions at an early stage – for example, through 

governance checkpoints, mandatory DMP submissions during the application phase, or tar-

geted incentive systems during project preparation (see also Thouvenin and Volz, 2024; Future 

of Privacy Forum, 2023). 

 

In summary, internal incentives are a key factor in embedding ORD in HEIs’ practice. Without 

institutional recognition, financial support and strategic integration, much potential remains un-

exploited. For the development of effective guidelines, this means that recommendations for 

the integration of incentive systems are also necessary – tailored to the type of HEI, depart-

ment and institutional requirements (see also OECD, 2007; SPARC, n.d.):  

 

• HEIs should be given targeted support in developing ORD skills – for example, through 

training courses for researchers, templates for DMPs, clear role models (e.g. data stew-

ards) and technical infrastructure.  

• A central coordination office per institution can improve governance in data sharing and 

contractual issues. 

 

5.2 For companies: General financial incentives, access to infrastructure, visibility 

 

The analysis of the survey results shows that companies generally take a cautious approach 

to ORD – unless there are concrete advantages that compensate for the effort and risk involved 

in releasing data. The survey responses clearly show that financial, infrastructural or reputa-

tion-related incentives are key leverages for encouraging private sector participation in ORD 

initiatives (see also Thouvenin and Volz, 2024; Future of Privacy Forum, 2023). 

 

General financial benefits, for example in the context of publicly co-financed projects or partic-

ipation in government-funded innovation programmes, were mentioned particularly frequently. 

Such incentives are perceived as an important compensation for potential losses of protection 

or control (cf. European Commission, 2018). Similarly, privileged access to scientific infrastruc-

ture – such as repositories, secure data rooms or cloud platforms such as SWITCH or 
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BioMedIT – is considered an attractive argument for cooperation (cf. GA4GH, n.d.; ETH Zurich, 

2022). 

 

Another motive for the private sector is the visibility that can result from participation in ORD 

projects. This includes, for example, co-branding opportunities, institutional recognition in re-

positories or the award of a label such as "Trusted Open Collaboration." Such recognition for-

mats can help to integrate ORD into companies strategies as a reputation-boosting element – 

provided they are not linked to disclosure obligations (cf. SPARC, n.d.; Harvard University, 

2020). 

 

Overall, incentives are not seen as a bonus, but as a basic prerequisite for participation in ORD 

initiatives. Companies expect not only financial benefits, but also legal protection and the op-

portunity to influence reuse and contextual information (cf. OECD, 2021; Data Act, European 

Commission, 2018). Involvement in governance processes – for example, through participation 

in policy development or access criteria – is also described as a confidence-building element 

(cf. Future of Privacy Forum, 2023). 

 

A key finding of the survey is that ORD is only supported by companies if the model is differ-

entiated, scalable and adapted to their specific conditions. Flexible publication scenarios are 

needed to respect protection interests, for example through tiered access models or embargo 

regulations (cf. also Borgman, 2012; Wilkinson et al., 2016). At the same time, the narrative 

surrounding ORD must be framed in such a way that it can be integrated into corporate inno-

vation and cooperation strategies. 

 

For the development of guidelines, this means that targeted incentive structures should not 

only aim at researchers, but also explicitly address the needs and motivations of the private 

sector. These include general financial incentives, infrastructural advantages, visibility in the 

funding context and legal clarity – representing integral components of a collaborative ORD 

ecosystem (see also swissuniversities, 2021; OECD, 2007). 

 

Hybrid data models should be considered the standard solution for collaborations with the 

private sector, especially for sensitive or economically relevant data. These include: 

 

• A combination of open access and access control (e.g. embargo models) 

• Technical security and tiered role models for data access, 

• Standardised contract modules for hybrid scenarios. 
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5.3 Proposals for combined models: "Open with protection components" 

 

The analysis of the survey results shows that both HEIs and the private sector have a strong 

interest in flexible, combined models for handling ORD. Pure disclosure obligations are viewed 

critically, especially by the private sector, while hybrid approaches that combine openness with 

protection mechanisms are much more widely accepted.  

 

Numerous responses from both target groups contain specific proposals for such combined 

models. These include tiered disclosure processes, selective releases, licence-based reuse, 

embargo periods, and access systems with application requirements or project-related con-

trols. A common feature of these models is their modularity – they allow ORD to be imple-

mented in a manner appropriate to the situation without general obligations.  

 

Examples from the survey: 

 
• Embargo with subsequent release: Research data initially remains internal to the 

project or not accessible, and is only published after a defined period of time or after 

the protection phase (e.g. patent application) has ended. This solution is considered to 

build trust (see also European Commission, 2018).  

• Data Use Agreements (DUAs) with post-classification: Agreements in which the 

data category is reviewed after the end of the project, and – depending on the protec-

tion status – data are either released or remain restricted. The implementation is de-

scribed as technically feasible but legally complex – standardised contract templates 

are required (cf. SPARC, n.d.; GA4GH, n.d.).  

• Tiered access: Models with different access levels for different user groups, such as 

consortium partners, academic third parties or the public. Such models are particularly 

suitable for sensitive areas such as medical research, mobility or energy data. Often, 

only access to metadata is provided, while the raw data remains protected (cf. also 

Harvard University, 2020). 

 

These models are viewed much more positively than full release requirements or mandatory 

disclosure. Three factors are crucial to their acceptance: trust in governance structures, tech-

nical safeguards for access control, and legal clarity regarding rights, obligations and protec-

tion options (see also OECD, 2007; ETH Zurich, 2022). 
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Example use case – "Mobility Data Cooperation Project": 
An interdisciplinary research project between a university of applied sciences, a mobility ser-

vice provider and a public innovation agency is investigating traffic flows in urban areas. The 

company provides aggregated GPS data. The DMP provides for a tiered release model: 

 

- Research group: full access to pseudonymised raw data; 

- Project partners: access to standardised evaluations; 

- Public: Access to metadata via Zenodo, publication of selected, visualised final data 

after a 12-month embargo; 

- Terms of use are regulated by a DUA; source citation and company attribution are 

mandatory for reuse. 

 

This solution was evaluated positively during the course of the project: The company was able 

to protect its interests, the researchers were able to publish, and a scalable model for follow-

up projects was created. 

 

Implications for the guidelines: 
For the development of guidelines, this means: 

- Provision of concrete templates, case studies and decision-making aids for combined 

models, 

- Description of different levels of cooperation – from bilateral projects to international 

consortia 

- Inclusion of protection components (licensing, contextual information, citation require-

ments) as central elements for building trust, 

- Recommending legally reviewed model contracts (e.g. for DUAs, access rights, post-

classification) for structured implementation. 

 

Combined models can thus help to systematically anchor ORD in research partnerships with-

out jeopardising the participation of relevant actors through excessive disclosure requirements. 

 

In addition, the potential loss of reputation due to misinterpretations of open data should also 

be addressed – for example, through clearly defined contextual information, licensing require-

ments or citation guidelines. 
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5.4 Technical levers: Compliance by design and data use tracking 

 

In addition to legal and institutional measures, the survey also mentioned technical solutions 

that can contribute to the security, transparency and attractiveness of ORD. These solutions 

act indirectly as incentive systems by protecting interests, making reuse traceable and increas-

ing the visibility of data provision (see also Fecher et al., 2015; Tenopir et al., 2011). 

 

A key principle here is compliance by design, which means that legal requirements are inte-

grated into technical systems and workflows from the outset, rather than being checked retro-

spectively (see also Wilkinson et al., 2016; Thouvenin and Volz, 2024). This allows standard 

processes to be automated and reduces the administrative burden on researchers. 

Frequently mentioned technical tools include: 

 

• Automated licence assignment: systems that suggest or mandatorily integrate suit-

able licence models based on data type, origin and usage context (e.g. CC BY, CC BY-

NC) (cf. also SPARC, n.d.). 

• Tracking of data reuse: Use of access counters, digital object identifiers (DOIs) or 

persistent URIs to record how often and by whom data sets are accessed or reused 

(see also Wilkinson et al., 2016; Harvard University, 2020). 

• Digital watermarks or fingerprinting: Methods for marking data sets that enable 

traceability in the event of misuse or improper disclosure (cf. GA4GH, n.d.). 

• Linking to evaluation systems: Integration of ORD activities into research evaluation 

and reputation systems, for example through ORCID profiles, institutional databases 

or integration into the DORA framework (cf. European Commission, 2018; swissuniver-

sities, 2021). 

• Data governance standards in repositories: Technical platforms should support ac-

cess controls, metadata standards, version management and classifications to make 

usage secure and transparent (cf. EOSC SRIA, 2021; ETH Zurich, 2022). 

 

In the surveys, these technical levers were described not only as a means of security, but also 

as catalysts for acceptance – especially on the part of companies. Systems that automate legal 

certainty or technically implement protection interests are perceived as confidence-building 

(see also Future of Privacy Forum, 2023). 

 

Furthermore, such tools can serve as evidence of responsible data practices and thus contrib-

ute to enhancing reputation. However, this requires that they are easy to use, institutionally 

anchored and accompanied by clear guidelines for researchers (cf. EPFL, n.d.; NIH, n.d.). 
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For guideline development, this means that recommendations for technical safeguards should 

not only be abstract, but also formulated in a concrete, application-oriented manner. Templates 

for access logs, licence mapping tools, or standardised tracking mechanisms could help make 

ORD more practicable and secure, especially in collaboration projects involving the private 

sector. 
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6 Governance Recommendations for ORD 
 
6.1 Clearly defined role models and responsibilities 

 
The evaluation of the survey clearly shows that clear responsibilities and transparent role allo-

cations are crucial for the successful implementation of ORD in public-private collaborations 

(cf. Fecher et al., 2015; Borgman, 2012). Many institutions currently lack defined contact per-

sons, structured responsibilities and institutionally anchored processes particularly with regard 

to data classification, release, licensing and risk assessment (see also ETH Zurich, 2022; 

EOSC SRIA, 2021). 

 

Based on the survey responses, it is recommended that specific role models be established to 

cover central functions in data management. These include, among others: 

 

• Data stewards, who act as an interface between research, administration and external 

partners and provide operational support in data curation and release (cf. European 

Commission, 2018). 

• Research services (e.g. grants offices) that provide support in the creation of DMPs, 

compliance with funding conditions and questions regarding project management (cf. 

SNSF, n.d.). 

• IT services, which are responsible for technical infrastructures, access control and 

platform integration. 

• Libraries that can offer expertise in metadata standards, repositories and licensing 

issues (cf. EPFL, n.d.; University of Basel, n.d.). 

• Legal departments that provide advice on data protection, contracts and legal reuse 

(cf. Thouvenin and Volz, 2024; FADP). 

 

A clear definition of roles within the HEIs not only contributes to internal efficiency, but also 

creates reliability for external private partners. According to the survey, the private sector re-

quests stable, identifiable contact persons for data and rights issues. At the same time, many 

companies stated that they themselves did not have defined responsibilities for research data 

management internally – which further underlines the importance of clearly regulated govern-

ance structures on the part of HEIs (cf. Future of Privacy Forum, 2023). 

 

The survey responses also mentioned several times that escalation channels for conflicts re-

lating to ORD – for example, in cases of uncertainty about data release or protection concerns 

– were often not available or not documented. Responsibility for risk assessments, for example 
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in the case of sensitive data, is also often not assigned institutionally (cf. NIH, n.d.; HIPAA, 

1996). 

 

Overall, the development and implementation of binding role models is a key prerequisite for 

the successful strategic and operational implementation of ORD. Existing models from IT se-

curity or research integrity (e.g. data protection officers, information security officers) could 

serve as a model for structured responsibilities in the data context (cf. ISO 23494-1:2023). 

Recommendations should therefore show how HEIs can specifically establish and communi-

cate governance structures – including clear decision-making logic, escalation channels and 

interfaces with external partners. 

 

6.2 Development of templates and contracts (cooperation with ORD components) 

 

A key finding of the meta-study is that many challenges in public-private collaborations can be 

attributed to unclear or missing contractual provisions. The survey responses made it clear 

that uncertainties surrounding property rights, data sharing, access rights and reuse are often 

not explicitly addressed – even though they are highly relevant for both sides (cf. Future of 

Privacy Forum, 2023; European Commission, 2018). 

 

On this basis, this chapter recommends the development of standardised but flexibly adaptable 

templates for research and cooperation agreements that contain ORD-relevant components. 

The aim is to create legal clarity, make scope for action transparent and address potential 

conflicts as early as the project preparation stage, and before a collaboration agreement is 

concluded (cf. Thouvenin and Volz, 2024; OECD, 2021). 

 

The most important elements of such templates include: 

 

• Clarification of data ownership and rights to derivatives, especially in projects with 

mixed data sources; 

• Definition of confidentiality and access rights, including technical and organisa-

tional protection measures; 

• Agreement on embargo periods and publication rights in order to reconcile re-

search interests and economic protection interests (cf. Tenopir et al., 2011); 

• Mechanisms for reuse, such as tiered access systems or licence agreements with 

third parties (cf. GA4GH, n.d.); 

• Regulations for review and approval processes that are coordinated with the project 

planning. 
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Two examples of contract modules: 
 

1. Access licence: 
"The parties grant each other a non-exclusive, time-limited right to use the research 

data generated during the project. Use is limited to scientific purposes within the scope 

of the project objective. Disclosure to third parties requires the written consent of all 

data owners." 

2. Embargo clause with review clause: 
"The research data shall be published no earlier than six months after the end of the 

project. Before the end of the embargo period, a review shall be carried out by the 

project's internal data governance unit, which shall make a final decision on release." 

 

The surveys emphasised in particular on long-term access options (e.g. five years after the 

end of the project) and the role of internal release loops and external review mechanisms (see 

also NIH, n.d.; HIPAA, 1996). HEIs reported positive experiences with hybrid contract models 

when ORD aspects were agreed upon with partners at an early stage. These experiences 

should be incorporated into the development of practical templates. 

 

At the same time, standardised templates should be designed in a modular fashion. Successful 

implementation requires configurable building blocks that can be adapted to specific protection 

needs, funding logic and forms of cooperation. Companies see such modular solutions as a 

prerequisite for participation, particularly regarding control rights, approval mechanisms and 

reputation protection (cf. Wilbanks and Friend, 2016). 

 

The meta-study provides the legal basis for this, for example with regard to data protection 

(GDPR, FADP), licensing models (cf. SPARC, n.d.), international recommendations (e.g. 

OECD, 2007, UNESCO, 2021) and discipline-specific standards (cf. ISO 23494-1:2023). Im-

plementation supports derived from this should include: 

 

• Toolkits for licence selection (e.g. Creative Commons, Custom Licences), 

• Checklists for drafting contracts for ORD components, 

• Training materials for research services and legal departments. 

 

Overall, contracts should be seen not as obstacles but as instruments for safeguarding com-

mon interests. Successful ORD collaborations are based on transparent, early coordination of 
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legal framework conditions – and this is precisely where institutional templates can make a 

significant contribution. 

 

6.3 Integration into institutional policies (data governance, research funding) 

 

Sustainable implementation of ORD requires more than technical solutions or individual fund-

ing measures – it must be structurally embedded in institutional regulations (cf. Borgman, 2012; 

Wilkinson et al., 2016). This chapter examines the extent to which HEIs already have formal-

ised policies on data sharing and identifies potential gaps. The survey findings show that the 

integration of ORD into internal strategies, research regulations or governance guidelines is 

still scarce and often not implemented systematically (see also Tenopir et al., 2011; ETH Zur-

ich, 2022). 

 

Although many HEIs have general research regulations or guidelines on data processing, 

ORD-specific elements – such as the handling of sensitive data, licensing or data classification 

– are rarely regulated in a binding manner. In many places, there is also a lack of clear respon-

sibilities for release decisions, especially in public-private partnerships. Decisions on data re-

lease are often based on individual assessments or the approval of individual managers, which 

leads to inconsistencies and increases legal risks (see also Thouvenin and Volz, 2024; FADP). 

 

Another problem is the formal use of DMPs. Although these are created in many projects, their 

content is rarely checked or reused institutionally. They therefore serve more as a funding 

formality than as a strategic management tool. There is considerable potential here to establish 

DMPs as a binding governance tool – for example, through standardised checkpoints, as is 

common in financial matters (see also European Commission, 2018; SPARC, n.d.). 

 

In addition, there is a lack of internal control mechanisms for implementing and complying with 

existing policies. Escalation channels for conflict cases – for example, in the event of disagree-

ment about data release in collaborations – are rarely defined. Monitoring instruments for track-

ing ORD implementations are also generally lacking. 

 

The survey also shows that HEIs are interested in external supports such as templates, tools 

or co-creation platforms to further develop their own regulations. In some cases, initial ap-

proaches to integrating shared data into data-governance policies already exist (cf. OECD, 

2021), but these have not yet been widely implemented or systematically operationalised. 
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From this perspective, a three-stage approach to embedding ORD in institutional policies is 

recommended: 

 

1. Strategic level: Inclusion of ORD objectives in mission statements and research strat-

egies. 

2. Operational level: Integration into DMP requirements, funding instruments and con-

tract review processes. 

3. Control and escalation channel: Establishment of institutional procedures for quality 

assurance and conflict resolution in dealing with open data. 

 

In the long term, the effectiveness of ORD will only be guaranteed if the underlying processes 

– from data classification and licensing to publication – are governed by reliable, legally secure 

and clearly communicated policies (see also NIH, n.d.). The development of such institutional 

regulations should therefore be understood as an integral part of further guideline work and 

actively promoted. 

 

6.4 National synergies: Model proposals for uniform governance structures 

 

The implementation of ORD in Switzerland currently faces a number of decentralised chal-

lenges. HEIs develop their own policies, cooperation projects are negotiated individually, and 

technical standards vary greatly (see also ETH Zurich, 2022). This fragmentation not only 

makes comparability difficult, but also hinders relationships between institutions – especially 

when private partners are involved. On this basis, the current chapter proposes coordinated 

approaches at the national level to provide guidance and establish common standards (see 

also OECD, 2021; European Commission, 2018).  

 

The survey results show that many respondents express a strong need for uniform support – 

for example, through centralised templates, coordinated DMP requirements or shared reposi-

tories. It is repeatedly emphasised that not only the technical but also the legal and organisa-

tional framework conditions should be coordinated at national level. A key objective is to avoid 

redundancies and reduce uncertainties – for example, in the handling of sensitive data or co-

operation agreements – through established model solutions. 

The following model proposals were specifically mentioned: 

 

• Concretisation of a national ORD roadmap for the involvement of the private sec-
tor, with the aim of defining strategic objectives, responsibilities and timelines for all 

stakeholders. 
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• Establishment of interoperable, trustworthy repositories with differentiated access 

levels, ideally via central offerings such as ORD@CH or in cooperation with SWITCH.  

• Introduction of standardised DMP templates that take into account both discipline-

specific and cross-sector requirements.  

• Creation of comprehensive contract and licence templates, for example for pro-

jects involving the private sector, in which embargo periods, access restrictions or con-

text requirements can be clearly regulated. 

 

In addition, it would be desirable to establish a national community platform modelled on the 

British JISC initiative. This could serve not only as a knowledge hub, but also as a training, 

review and matching platform for ORD-related issues. Coordination could be carried out by 

existing organisations such as swissuniversities, Innosuisse or the Swiss Data Science Com-

munity. 

 

The survey responses particularly emphasise the desire for platform solutions that combine 

technical access, legal clarity and governance support. This is the only way to create a frame-

work of trust in which cooperation can be conducted with clear rules and a common under-

standing of terms. 

 

The development of such national standards requires coordinated cooperation between HEIs, 

funding institutions, political actors and private sector partners. Implementation projects should 

not only be initiated top-down, but also informed by bottom-up experiences. Only through this 

mutual learning process can truly practicable, compatible and sustainable governance struc-

tures for ORD in Switzerland be created. 
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7 Conclusion: ORD between Aspiration and Reality 
 
7.1 Status 

 

The evaluation of the survey and supplementary literature analyses present a nuanced picture 

of the current state of ORD in public-private collaborations in Switzerland. 

 

At the institutional level, awareness of the importance of ORD has grown – especially at uni-

versities and research-intensive institutions, where initial structures are in place, for example 

in the form of data management plans (DMPs), advisory centres or repositories. At the same 

time, there is still a lack of binding policies, clearly defined responsibilities and standardised 

templates for cooperation agreements in many places. 

 

In practice, it is apparent that ORD is not implemented consistently in many public-private 

collaborations, but is negotiated on a case-by-case basis. The exchange of economically rel-

evant or confidential data often takes the form of so-called shared data – i.e. within limited 

access circles and excluding the public. Such shared models are usually based on contractual 

arrangements that formally define the access, use and transfer of data. Without such a con-

tractual basis, shared data is not legally enforceable. 

 

However, the survey results show that many of these contracts are individually designed and 

not systematically anchored in institutions. This makes it difficult to reproduce, trace and reuse 

the shared data. At the same time, it is clear that there is a high willingness to cooperate when 

the framework conditions are clear. Modular licensing models, graduated access solutions and 

institutional contact persons are perceived as particularly supportive. 

 

In practice, ORD is therefore highly dependent on discipline, type of institution, resources and 

form of cooperation. There are no irresolvable contradictions between openness and the need 

for protection – what is crucial is a viable legal and organisational framework. 

 

7.2 What is possible – What is not (yet) feasible? 

 
The survey results present a nuanced picture of the feasibility of ORD in public-private collab-

orations. Some elements are already established or have been piloted at the institutional level, 

while others are considered difficult to implement. The development of guidelines must there-

fore search for a realistic balance between ambition and feasibility. 
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Realistically feasible – if supportive framework conditions are in place: Several HEIs report 

successful approaches to gradually integrating ORD instruments into everyday research. 

Among others, the following were mentioned: 

 

• Structured DMPs, supported by templates and advice, 

• Use of technical repositories with embargo functions, 

• Internal classification systems (e.g. for personal or economically sensitive data), 

• Creation of roles such as data stewards or specialised services. 

 

However, these measures are resource-intensive and require targeted support, clear govern-

ance structures and, where necessary, legal expertise. 

 

Not yet feasible – systemic challenges and acceptance issues: 
Despite the orientation towards conceptual frameworks such as the FAIR principles (see also 

Wilkinson et al., 2016), specific obstacles remain: 

• Many private sector partners reject a general disclosure obligation without protective 

mechanisms. 

• Standardised licensing models are hardly feasible in sectors requiring protection. 

• The establishment of governance standards across institutions is particularly difficult 

for universities of applied sciences with limited resources. 

Empirical studies show that a lack of support and uncertainties inhibit data sharing (cf. Tenopir 

et al., 2011), not openness per se. 

 

Protective components as a prerequisite:  
The survey emphasises that ORD only works where differentiated protection and control mech-

anisms exist. The guidelines should therefore: 

 

• Describe specific scenarios for opening up access (e.g. embargoes, tiered access), 

• Explicitly address economic interests and legal aspects, 

• Take into account the need for practical, adaptable templates (cf. also FPF, 2025). 

 

7.3 Prospects for a follow-up project (e.g. guidelines from shared data to ORD) 

 

The results of the meta-study and the present document show that there is still a high demand 

for practical guidance on ORD in public-private collaborations. Although initial approaches ex-

ist, systematic, differentiated and accepted guidelines are largely lacking. 
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A follow-up project should support the transition from "shared data" or hybrid models to ORD, 

with concrete decision-making logic, modular templates and governance proposals. The focus 

is not on a static state, but on a process of gradual openness. 

 

Dimensions addressed in a follow-up project: 
• Actor-specific guidelines: Universities, universities of applied sciences and compa-

nies need their own recommendations, tailored to their roles, capacities and legal obli-

gations (see also Borgman, 2012). 

• Data types and protection requirements: A distinction must be made between per-

sonal, proprietary and open data – also with regard to licensing and risk assessment 

(see also FPF, 2025). 

• Forms of cooperation: Whether publicly funded, mixed funding or contractually com-

missioned – the requirements for governance, transparency and confidentiality differ 

(see also Tenopir et al., 2011). 

• Implementation supports: In addition to technical templates, decision-making sup-

ports such as checklists, flowcharts and standardised review elements are needed. 

One focus could be on pilot projects at universities of applied sciences in cooperation 

with SMEs. 

 

Long-term perspective: Such a follow-up project could help to provide legally viable, institu-

tionally compatible and technically secure solutions – tailored to the private sector context. The 

establishment of an open, nationally compatible platform for knowledge exchange and review 

(similar to JISC or EOSC) should also be examined. 

 

Platform for knowledge exchange and review (similar to JISC or EOSC) should be examined. 

 

Recommended next 
steps 

Time frame Stakeholders Relevant topics 

1. Piloting ORD govern-

ance models at universities 

of applied sciences 

2025–2026 Universities of applied 

sciences, SMEs, swis-

suniversities 

Clarification of roles, coop-

eration agreements, pro-

tection mechanisms 

2. Development of configu-

rable contract templates 

From 

Q4/2025 

Legal services, SNSF, 

technology transfer of-

fices 

Licensing, embargo, ac-

cess 
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Recommended next 
steps 

Time frame Stakeholders Relevant topics 

3. Establishment of a na-

tional review board for 

ORD cooperation 

2026 swissuniversities, 

Innosuisse, UZH, ETH 

Quality assurance, support 

for researchers, best prac-

tices 

4. Creation of a modular 

toolkit for institutional poli-

cies 

Q1–

Q3/2026 

Universities, swissuni-

versities, data steward 

network 

Data governance, policy 

integration, training 

5. Co-creation platform for 

use cases and scenarios 

From 2026 

onwards 

Universities, compa-

nies, open science 

communities 

Incentive systems, role 

models, use cases 

 

 

7.4 Recommendations to swissuniversities and stakeholders 

 

The findings gained during the project underscore the strategic importance of ORD for the 

further development of the research landscape in Switzerland – particularly in the interaction 

between HEIs and private sector partners. 

 

ORD is much more than a technical or formal requirement: It acts as a catalyst for transpar-

ency, reproducibility and innovation – the core values of open science and the basis for trust-

based collaboration. At the same time, ORD not only affects the academic sector, but also 

poses a challenge for applied research, knowledge and technology transfer offices, and fund-

ing institutions. 

 

The survey results and case studies show that many of the tried-and-tested models – such as 

graduated access rights, combined licensing or standardised contract modules – have high 

transfer potential beyond individual institutions or projects. They can be adapted, further de-

veloped and systematically scaled – for example through: 

 

• Pilot projects at universities of applied sciences with a strong application focus, 

• Integration into funding logic and project review processes (e.g. SNSF, Innosuisse), 

• Or through national coordination initiatives such as ORD@CH. 
 

Another strategic potential lies in the modularisation of governance approaches: instead of 

general obligations, a tiered model enables differentiated solutions depending on the type of 

data, protection requirements and form of cooperation. Such structures create trust and can 
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contribute to the standardisation of transitions from shared data to ORD – without jeopardising 

the autonomy of the actors involved. 

 

In the long term, the project can help to remove the term ORD from the realm of pure compli-

ance and establish it as an integral part of good scientific practice and a culture of cooperative 

innovation, thereby winning over the private sector. This requires legal clarity, technical feasi-

bility, institutional anchoring on the part of HEIs – and strategic learning spaces in which prac-

tical solutions can be developed jointly. 
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8 Appendix 
 
8.1 Glossary of key terms 

 

Term Definition 

Compliance by design An approach in which legal requirements are already integrated 

into technical systems and work processes. 

Data management plan 

(DMP) 

Document that describes how research data is collected, stored, 

secured, shared and archived during and after a project. 

Data steward Specialist who supports researchers in data management, partic-

ularly in the documentation, classification and release of re-

search data. 

Data Use Agreement 

(DUA) 

Contractual agreement on the use of data by third parties, includ-

ing provisions on purpose limitation, access and rights of use. 

DORA San Francisco Declaration on Research Assessment; initiative to 

reform the criteria for evaluating scientific performance, with a fo-

cus on data publications, among other things. 

Embargo Temporary restriction on the publication of research data; often 

used to protect interests (e.g. patents, publications). 

Governance Set of rules that defines responsibilities, processes and decision-

making structures in data management within institutions or col-

laborations. 

Hybrid models Combined data access models that lie between open access 

(ORD) and restricted availability. They regulate data access and 

use via contractual agreements, such as embargoes, licence 

models or tiered access concepts – particularly in public-private 

collaborations. 

Licence model Legal regulation governing the conditions under which data may 

be reused, e.g. Creative Commons (CC BY, CC BY-NC). 

Metadata Descriptive information about datasets (e.g. content, collection 

method, creation date) that facilitates their findability and reuse. 

Open research data 

(ORD) 

Research data that is made publicly accessible and reusable un-

der defined conditions, usually in compliance with legal and tech-

nical standards. 

Repository Digital platform for the structured storage, publication and archiv-

ing of research data. 
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Shared data Data that is shared on a project-specific basis or within defined 

partnerships but is not publicly accessible; often used in collabo-

rations between higher education institutions and private sector 

partners. 

SWITCHdrive Cloud storage service for Swiss higher education institutions for 

collaborative data use with high data protection standards. 

Tiered access Access model with tiered authorisation levels, e.g. full access for 

project partners, restricted access for third parties, public 

metadata. 

 

8.2 Questionnaires 

 

The questionnaires used are listed below in German (for the private sector and higher educa-

tion institutions, full versions in each case).  
 

They were also sent out in Italian, French and English; participants could select their preferred 

language.  

 

Private sector questionnaire:  
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Questionnaire for higher education institutions:  
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